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ANNEXVRE ~P 5

Subject: Documents .fDlllDWing up from our discuss;; the 16" g g
Date: Fri, 20 Nov 2015 16:55:25 +0530

From: Pramod {pramod@useérypto.me‘}

To: tuliroy@ribi.org.in

CC; madhusmitadutta@rbi.qrg.in

- Dear Madam,

I've created a concise document answering the questions you had raised regarding

the exchanges, trade volumes, price minima/maxima and the userbase.

{n addition, ['ve also attached a document that describes our company's operational

. processes - some slides from which I'd shared during the meeting,
I hope you find these two useful. Please feel free to reach out to me in

case you need any clarifications or further information.

Once again, thank you for meeting with us.

Regards,
PramodEmjay

Founder, CryptoMe Payment Technologies
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Bitcoin and the Blockchain 86

Situation Report

1 Exchanges

india has 3 exchanges with high activity - Unocoin, BTCXIndia and Colnsecure. All 3 are notable for
their focus on KYC impiementation at user signup.

1.1 Unocoin’
Based out of Bangalore; owned by CoinMonk Ventures.
Was one of the earliest exchanges, and was shut down briefly in 2073 when legality became unclear.”

Strong promoter of using Bitcoin (BTC) as a currency, and is pushing merchants 10 accept crypto
payments.

Saurces indicate that they were the first to experlence a major liquidity crisis among the Indian
gxchanges. '

1.2 BTCXIndia¥
Based out of Hyderabad.Was an early exchange which also gained some popularity.

Emphasised regulatory compliance but was shut down with the loss of its banking partner. Appears
to be operational again.”

.3 Coinsecure’
Based out of MumbaifNew Delhi; owned by Secure Bitcoin Traders Pvt. Ltd.

Newer exchange, but one of the fastest growing,

> Trade volumes

volurmes are extrernely price sensitive. Novernber 2015 saw the highest volumes in the last 12
months, with trades reaching $40,000,000."

As of 18" Nav 2015, price pér Bitcoin is around $330 and the total market capitalization is around

wi

$5,000,000,000. Note that Bitcoin accounts for 0% of all traded cryptodutrency.
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3 Usage, activity and volatility &%
Ritcoin has an estimated 3 to 5 million users globally. Of these, an estimated 200k to 300k are active

users (traders, price trackers, active wallets). This number is expected to climb to 4.7M active users
by 2019.""

Transaction activity of all cryptocurrency is close to $308 annually {2015). This is almost half of the
2014 number and is a result of increased regulation and standardization of trading.”

Price volatility is still present despite increased reguiation. Novermber 2013 saw the lifetime peak
price of $1250 per BTC, which fell after a massive crash and eventual bankruptcy at the Tokyo-based
Mt. Gox Bitcoin exchange. Through 2015, price has varied between a floor of around $180 and celling
of around $400. As of this writing, price per BTCis $333 on international markets and around
Rs.20,000 on Indlan markets.

a4 Security and legality

It is difficuit to explain the security features of BTC without going into an elaboration of
cryptography itse!f, While anonymity is maintained for purety-crypto activitias, any transaction that
intarfaces with fiat currency {INR or USD) can gaslly be traced. For this reason, robust KYC entry
noints can effectively safeguard governmental Interests. Further, since every single transaction is
traceable on the blockchaln, this system is even better for threat monitoring than traditional
banking protocols.

Intarnationally, regulation has not achieved unifarmity and is led by the USA and the EU.

4.1 USA

Two major, competing licenses have been seen within the country - the New york-based Bitlicense®
and the California-based AB-1236%. However, both have been seen as anti-innovation and
governmental interference in privacy has been cited a5 concerm,™

Federally, the Financial Crimes Enforcement Network (FinCEN), a bureau of the Department of the
Treasury released a report freeing cryptocurrency Users from legal obligations required by Money
Services Businesses (MSBs)™"

a4 user oF virtual currency is not an MSB under FnCEN's regulations and therefore
s not subject to MSB registration, reporting, and recordkeeping regulations.”

Howaver, pe;:'p'le ‘mining’ cryplocurrency are required to register with the FinCEN, Thus, the
enforcement begins at the interfacing of fiat and virtual currency.

In summary, FINCEN's decision would reguire bitcoin exchanges where bitcoins are traded for
traditional currencies to disctose large transactions and suspicious activity, comply with money
laundering regulations,and collect information about their customers as traditional financial
institutions are required to do.
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4.2 EU | §S_Z

The European Central Bank concluded that “growth of virtual currencies will comtinue’™™ and the
European Banking Federation has repeated that regulation is a priority,”

The most progressive legislation has also come from the EU, and is seen as the thirking required to
foster innovation in this nascent industry.™

Most notably, Bitcoin and other such cryptocurrencles are now tax-free In Europe.™

5 The future of the Blockchain
Blockchain technology, which fies at the heart of Bitcoin and other cryptocurrencias has many uses

beyond the implementation of currency protocols, Any of the below could trivially be combined with
cryptocurrency to revolutionise éntire markets.

5.1 Ledgers
Publicly verifiable hyperiedgers can be used for a)l forms of registration running from land
registries™" to birth registries™.

5.2 Distributed computation
Services such as Ethereurn™ offer specific computation algorithms that are fraud-proof and tamper-
oroof. Micrasoft recently implemented these on their virtual computation services.

5.3 Hypermedia protocols
Services like IPFS*™ are the successors to HTML and could create completely new markets that are
managed by venders without the need for external authentication.

5.4 Value transmission systems and smart contracts

Automatically implementeﬂ contracts with provistons for financial settlements such as Ripple™ have
the potentiai to replace SWIFT, This is barely surprising since banking giants fram Barclays to Bank of
Arnerica to Citibank to Santander have filed patents invelving Blackehain techmology. Of interestis
an earlier cail by the SWIFT institute to test services on the Biockchain. ™"

£ More about Bitcoin

it Is difficult to envision all the possibilities of this new technology without understanding it. Here are
3 few resources to help unravel Bitcoin and the Blockchain:

khan Academy - https:ﬁ'www.khanac_adem1,-.r:-|'gfa-co_nomir_s-finemce-d_unminjcore-financefm,oneyland-
banking/litcoinfy/bitcointra nsaction-block-chains

Bitcoin.org's How Ooes Bitcoin Work? - hitt ps:_!;hitmin.crg_!enrhnw-ir_-wnrkq

BBC feature on the Eiockchaih - hitpsy www .ys:r,utube.com,'watch?v:zkysmUUohm
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COUNTRY EVEN WITHOUT LOCAL PARTNER)

» End-user outside India . » CryptoMe trades through
transfers fiat currency to market APls and deposits
local partner or to + Local partner transfers converted money {in tNR}
CryproMe directly. KYC cryptocurrency into recipient’s bank
cellected at dispatch. equivalent to CryptoMe, account.

Transactlon listed on
public blockchain.

Fiat <-> Crypto Crypto <-> INR

b . - ]




« CryptoMe client sends
money to designated
account. Clients go
through KYC+AML
checks,

riat <-> Crygto

e ———————————

+ CryptoMe transfers
cryptocurrency to
partner in recipient’s
counbry. Transaction ¢n
public blockchain,

+ Partner trades through
market APls and
deposits converted
money into recipient’s
bank actount.

Cryoto <-»

| Foreign currency |




ALLIED SERVICES

Inter-cryptocurrency exchange:
CyptoMe can convers gooweoon 20 of t-2 mest occuias _3 market canl cryptocurrences. This s
.. _:_U.E: _”;‘..m?d:u;ﬂ exchanges d2: orlyin Bilzoin, Our clierss beweyver can use
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Direct sale of crygtocurrency:

zart ro 3 coin, there s o ced'be point of sate 0 Indial Tor thes parpose,

courrences or aiicairs.” Porchase of these

PO cryplecdrrencics
s “aker, Coinse

Coyptobens consider ng direct saie of these alte-native crys

cryctoclrrencies 'srade oo vigh e international exchanzes izacha trecand  Zorhass and
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Arhitrage trading:
Sirce e rdien ooyptoiusoacy metkes is volatls and cw-freguency s 53? an tooirtonat-onas
exchangss  arbilrege tadrg seoaces will De mamdai-ed oo irteqpetionsi partrers 10 necge 2ganst
wild price fluctuations. “racing m'ght ke buy or sell depentding o~ marks rove ent

Arbitrzge tracing is Y07 cutometed and s dave mer gl v wisk imtenzt onal armess.




LEGAL OPINIONS RECEIVED

sizted by Nishith Zesai, who Pas served as the iega coussel for multipie Bitcoin covoaries 1 the country. The
<gy peints of corcer bave been re~ittances and 2rbitrage tracing, and d ffering cpinions Fave keer receivad.

All fawyers comsu ted so far sgree that any trade whin India will Ba fu'ly legal. T+ s matx

11 nitial d scussiors with two independent awyers in Dein inciczted thet cross ocrder tradirg would ner

be a pronem fen appropriate classif cat'cr cou ¢ _um poEJn. Tre classificaticr, rowever, was a-cblematic -
wolld cryatoc.rengy be considered a foreign cur-ency? Wolld that mean it would have (o be tradec undar a
moneycharger's licerse? Cr, would it be considerec a cig <al commodity? Arc if 53, w NOw & apoly or

1_
sale?

2i Discuss'ons with a const tart and lawyer from D.i ed to the suggestion that the actvities cou d e
carried out presaatly ane wolid reed to be soug ler camgliance when spprocr ate rules were enacred.
dowever, o ramz 1 or the legal y cear side, 't wss sogcested toal it mating RBF would oe the best course of
2Cton

31 Agroup of faw scheel students carry vg oot s research projact “or Cryotel e fzit that sl saies <o ror-
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RBI cautions users of Virtual Currencies

The Reserve Bank of India had cautioned the users, holders and traders of Virtual Currencies
{VC(s), including Bitcoins, about the potential financial, operational, legal, customer protection
and security related risks that they are exposing themselves to, vide its press release dated

December 24, 2013,

_The Reserve Bank of India advises that it has not given any licence / authorisation to any entity /
company to operate such schemes or deal with Bitcoin or any virtual currency, As such, any
uscr. holdef. investor, tradet, etc. dealing with Virtual Currencies will be doing so at their own

risk.

Jose J. Kattoor

Press Release: 2016-17/2054 Chiet General Manager

It
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ANNEXURE -7

12-April-2017 qg

I'ress Infermation Bureau
Government of India

Ministry of Finance

Government constitutes an Inter- Disciplinary Committee chaired by Special Secretary

(Econemic Alfairs) to examine the existing framework with regard to Virtual Currencies.
The Committee tn submit its report within three months

The circulation of Virtual Currencies which are ajso known as Digital/Crypto Currencies has
been a cause of concern. This has l:;een expressed in various fora from time to time. Reserve
Ba.nk of India had also camlioned the users, holders and traders of Virtual currencies (VCsh
including Bitcoins, about the potental financial, operational, legal, customer protection and
security related risks that they are exposing themselves to vide it's press releases dated 24th

December. 2013 and February t, 2017,

In order 1 examine the existing framework, Department of Economic Affairs, Mimstry of
Finance has consttuted an Inter- Disciplinary Committee chaired by Special Secretary

{Economic Affairs) and representatives from Department of Economic Affairs, Department of

" Financial Services, Department of Revenue (CBDT), Ministry of Home Affairs, Ministry of

Electronics and Information Technology. Reserve Bank of India NITI Aayog and Siate Bank of
tndia. The Committee will (i) take stock of the present status of Virtual Currencies both in [ndia
" and globally: (ii) examine the existing global regulatory and legal structures governing Virtual
Currencies; (iii) suggest _mea:a:urcs for dealing with such Virtuat Currencies including issues
' relati.ng to consumer prmeqtion, money laundering , etc; and (iv) examine any other matter

related w Virtual Currencies which may be relevant.

The Comrnittee has been tasked to submit it's report within three months.

TRUE COPY
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Comments/Suggestions Invited for the Existing Virwal Currencies Framework qq

The circulation of Virtual Currencies which are also known as Digital/Crypto Currencies has
heen a cause of concern. This has been expressed in various fora frem time to time. Reserve
‘Bank of India had also cautioned the user's, holders and traders of Virtual currencies (VCs},
including Bitcoins, about the potential financial, operational, legal, customer protection and
security related risks that they are exposing themselves to vide ii’s press releases dated 24th

December. 2013 and st February, 217,

In order to examine the existihg framewark, Department of Economic Affairs, Ministry of
Finanee hul.*: constiluied an Inter- Disciplinary Commiltee c¢haired by Special Scerelary
tFeonomic Affairs) and represt;ntaiiveé from Department of Econemic Affairs, Department of
Financial Services, Dmaﬂﬁent of Revenue (CBDT), Ministry of Home Affairs, Minisiry of
Elecironics and Informatien Technology, Reserve Bank of India, NITT Aayog and State Bank of

India o 15th March, 2017,

The Committee wilf (i) take stock of the present status of Virtual Currencies both in India and
globally, {_ii‘.l cxamine the existing global regulatory and legal structures governing Virtual
Currencies: (ifi) suggest measures for dealing with such Virtual Currencies including issues
refating 10 consumer protection,’ money laundering, etc: and (iv) examine any other maiter

related w Virtual Currencies which may be rclevant.

Commenis/suggestions from the membets of public are requested on the following questions
by 31st May. 2017 on the website: MyGov.in.

2) Whether Vinual Currencies (VCs) should be banned, regulated or observed?

b} In case VCs are suggested- 1o be regulated:

i). What measures should be taken to ensure consumer protection?
i), What measures should be 1aken to promote orderly development of Vs,
iii). Which appropriate institution{s) should monitor/ regulate the VCs?

¢). In case VCs are not suggested to be regulated:

i), What should be the effective self-regulatory mechanism?
i1). What measures should be adopted to ensure consumer protection in this scenario?

Il is requested that the comments may be supplemented by rationale and brief. TRUE COP‘
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Pane! on crypte-currency submits report to Jaitley- Business Line 1 m

To suggest measures to deal with digital currencies
NEW DELHI, AUGUST 7

India may. soon take a call on how to deal with virtual currencies including biteoins on the
repulatory front with a government-appointed panel submitting its report to Finance Minister

Arun Jaitiey here recently.

“The inter-disciplinacy committee chaired by Special Secretary in Department of Economic

Affairs has submitted its report,” an of cial said.
‘The contens of the report have not yet been made public,

1t may be recalled that the government had in Apnil this year constituted an Inter-Disciplinary
Commitlee comprising nine members including representatives of RBI, SBI, NITI Aayog and

. Department of Financial Services.

This panel was lasked to examine the existing framework on digital/crypto currencies both in
. India and glabally and come out with measures for dealing with such virtual curtencies on issues
relating to consumer protection. money laundering etc. The Centre had given three months time

. to the panel for submitting this report.

Already, there is an cmgoinﬁ debare within the country as to whether crypto-currencies including

bitcoins should be legalised or not.

Cryplo-curtency  S1art-ups such as ZebPay arc pitching for a model where the industry
association Digital Assets and Blockchain Foundatien of India (DABFT) is allowed to function as

a self regulatory organisation.




‘ZebPay is one of the founder members of DABFL. f @ l

“~We are for some form of a task force or a controtling body that will be monitoring the activities
of exchanges. We want ultimately exchanges to gei licences just as banks are granted licences™,

Saurabh Agrawal, Co-Founder & CEO, ZebPay, told BusinessLine,
Agrawal also said that recognising crypto-currencies as a separate new asset class was crucial.

Some of the critical issues that need to be addressed in India is the accounting and taxation

treatiment ol the virtual curtencias,

JTapan had recently passed a law to reCognise Bitcoin as a legal method of payment. Bitcoin is a
new concept, but is in the process of being understood and adopted by a growing number of

consumers, businesses and investors around the world.

Jaitley had recently informed Parliament that there has been a “notable growth™ in the bitcoin

market in india over the last few years,

There is evidence that erypto-curreney/bitcoins are being used in the country, he told the Lok

Sabha in a written reply.

Pubished on August 07, 2017
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Know Your Customer {KYC} and Anti Money Laundering (AML) Pelicy l O'D_

1. Need for a Palicy

. Bitfair Technologies Pvt. 1.td. {“Cuindelta") is a company duly incorporated under the laws of
india and runs a completely transparér;u and legal virtual currencies trading platform. Coindelta -
intends to encourage the use of virtual currencies ameng the community and make it easier to

tra;.le and exchange. To that effect Coindelta realizes that there may be some stigma antached to

virtual currencies due to the ease with which individuals may be able to conduct and complete

virtual currencies transactions anenymously. In an effort to remove this stigma, Coindelta

intends to follow this entirely voluntary Know Your Customer or Anti Fraud Policy, in an effort

10 ensure that Coindelta’s services are not used for any illegal activities.

2. Legal Background

Reserve Bank of India (RBI), the regulator of banks in India issued detailed guidelines to Banks
. on Know Your Customer (KYC) and Anti Money Laundering (AML} in November 2004, The

fndian Parliament passed the Prevention of Money Laundering Act (PMLA) in 2002 to
implement the Political Declaration adopted by the special session of the United Nations General
 Assernbly held during June 8-10, 1998 .and the Global Programme of Action annexed to

Resolution 8-17/2 adopted by t]:lc United Nations General Assembly on February 23, 1990, The

. provisions of this Act areleffective from July 1, 2005. The PMLA addresses a range of issues
including the definition of and punishment for the offence of Money Laundering, atlachment and
confiscation of property tain;r.ad.by Money Laundering and the obligations of banking compaﬁies,
financial institutions and intermediaries in connection with Money Laundering issues. Under
PMLA, the scope of Money Laundcrir_zg covers certain offences under the Narcotics Drugs and
Psylchotrt;pic Substances Act, 1985, the Indian Penal Code, 1860, the Arms Act, 1959, the Wild
Life {Protection) Act, 1972, the Immoral Traffic (Prevention) Act, 1956 and the Prevention of

Corruption Act, 1988.

3. No Legal Requirement
Although Coindelta is not required by the law to follow any Know Your Customer (KYC)
policies or implement any Anti-Fraud mechanisms, however Coindelta believes in tolal

transparency and adherence to the law and discourages any of illegal activities while using
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Coindelta’s services. In order to discourage and prevent any person from indulging in illegal
activities using its services, Coindelta has made the following KYC and Anti Fraud Policy purely

as a measure of prudence and onan entirely voluntary basis.

4, Due Diligence Policy

In ol;de:r 10 ensure that Cc-_indelta‘s services are not utilized by unwanted and illegal elements 10
further their illegal motives, Coindelta iniends to follow a wholistic Due Diligence Policy which
entails the following: Obtaining sufficient information about to the client in order to identify who
is the actual beneficial owner of the securities or on whose behalf transaction is conducted.
Verifying the customer’s identity using reliable, independent source document, data or
formation. Conducting on-going due diligence and scrutiny of the account/client 1o ensure that
the transaction conducted are consistent with the client’s background/financial status, its
activities and risk profile. The Due Diligence Policy involves the following three specific
parameters: (iy Customer Acceptance Policy; (ii) Customer ldentification Policy. and (iii)

Highlighting Suspicious Transactions.

4.1 C‘ustomer Acceptance Policy

To achieveé the object of total transparency and prevent illegel activities on our trading platforms,
Cnindella has a clear policy of the kind of customers that it shall accept:

4.1.1 Coindelia shall only accept chems who are able to provide complete and true documents
in line with the Customet ldenuﬁcanon Policy set out below. Customers who do not supply the
cssential information t\eqmred while filling in the form provided for registration shall not be
accepled.

4.1.2 Coindelta shall use known publicly and freely available portals 10 check the authenticity
of the identification documents provided by the cuslomers and any persons whose documents
. appear 10 be unclear, insufﬁcieﬁt, fraudulent or misleading shall not be allowed to register, and if
repistered. their registration shall be terminated.

413 Any customers whose r;:gi.stration information does not match the documents provided ot
appears 10 be Fctitious may not be registered, and if registered, their registration shall be

ternunated.
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4.1.4 No customers shall be allowed to register in fictitious names or if the customer appears 1o
be-an anti social element |

or is found 10 have a record of fraud, cheating or forgery.

4.1.5 Coindebta shall not accept any customers who are below 18 years of age ot who do not
have the mental capacity to enter into legally binding contracts. However it shall not be the
- responsibility of Coindelta to determine the lega! capacity of the customers and a warranty
regarding their legal capacity shall be considered as satisfactory fulfillment of this condition.
4.1.6 Coindelta may ask flor édditicnal information at any point of time and if the customer
cefuses or is unable to provide such additional information then such customer shall not be

registered, and if registered, their registration shall be terminated.

4,1 Customer Ideniiﬁcaﬁon Policy

The objective of the Customer Identification Policy is to have a mechanism in place to establish
identity of the client along with fim proof of address io prevent opening of any account which is
fictitious / benami / anonymous in nature. |

Proof of Identity: All customers shall have o provide scanned copies of atleast one of the
documents .ﬁelﬁw as proof of idcnt_ity. Coindelta shall accept the following documents as proof
of identity: For Individuals from India

Aadhar Ca;d {Front and back both) Bank Statement, PAN Card

For MRIs .

Passport or Aadhar Card (Frent and back both) Bank Statement, PAN Card

Proof of Address: All customers shall have to provide scanned copies of aileast one of the
documents below as proof of address. Coindelta shall accept the following documents as proof of
address. |

Adhaar Card, Pagsport, E-Aadhar card.

One to One Interaction: Coindelta has no mandatory policy of meeting the clients individually.
However, Coindelta will he enz;hling customers to submit their documents in person during
meet- ps andfor workshops held 'across the country which would allows for another level of

direct KXY C verification.
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Authenticity Check: Coindélta may, and shall be under no obligation 1o, check that the
documents provided by the customers as proof of identity and proof of address are authentic by
cross  hecking them against freely available public databases. General Conditions: While
praviding ocuments.to fulfill the User Identification Policy, customers should keep in mind the
following:

Please upload clear scanned copies only. Scanned images should be in color and in high
resolution (at least 300 dpi) however the file size should not be greater than 5 MB. Acceptable
formats for the scanned copies are:‘JPG.. PNG or PDF,

All documents should be valid on-the date of submission and should not have expired.
Documents showid be provided in English or with certified translation in English

In case address proof submitted is not in the name of applicant then an additional document
supparting the relationship with the addressee should be subrnitted by email such as marriage
centificate, gazetied copy of name change or passport, visa etc. stating name of spouse/ guardian
& their relationship.

Tﬂnninaﬁtlm of Account: 1n case Coindelta finds or is suspicious that any customer is in violation
of the conditions prescribed in this K,how Your Custemer and Anti Fraud Policy, Coindelta shall
be fully enntled to terminate the acéount of such customer and prevent such customer from

undertaking any further activities on any of Coindelta’s platforms, existing or in future,

4.3 Highlighting Suspicieus Transactions

451 Prohibited Activities: Coindelta has a very strict policy of not allowing its services 1o be
knowingly used for any “Prohibited Activities”. No customer shall use the services of Coindelia
for any Prohibited Activities, Coindelta may conduct manual checks to ensure that not customer
is indulging in Prohibited Ai.;,tivities; these checks may in future become automated. The
rohibited Activities for the purposes of this policy shall include:

Fraud: any act or omission, including a misrepresentation that knowingly or reckiessly msleads,
. or attempts to mislead. a party to obtain a financial or other benefit or to avoid an obligation.
Corruption: offering, giving, receiving, or seliciting, directly or indirectly, anything of value to
influence improperty the action of another party.

_ Collusion: arrangement between two or more parties designed to achieve an impraper purpose,

including influencing improperly the actions of another party.
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Terrorist financing: provision or collection of funds, by any means, directly or indirectly, with
the intention that they should be used or in the knowledge that they are to be used, in full or in
| part. in order to carry out any of the offences within the meaning of Articles 1 to 4 of Council
Framewotk Decision 2002/475/JHA of 13 June 2002 on combating terrorism.
Criminal conduct: conduct, which constitutes an offence in any part of the world or would
onstitute an offence in any pari of the world if it occured there.
Money laundering: Money laundering is essentially the process of engaging in such financial
transactions that are designed to conceal the true origin of ctiminally derived proceeds for the
purpase of ensuring that such proceeds appear to have been received through legitimate
sources/origins, It has been defined under fhe Prevention of Money Laundering Act, 2002 in the
tollewing words: ‘-
MWhosoever directly or in‘directly attempts to indulge or knowingly assists or knowingly is a
.pany or is éclua[ly involve-:‘i in any process or activity connected with the proceeds of crime
including its concealment, .hpogsession. acquisition or use and prejecting or claiming it as

untainted property shall be guilty of offence of money-laundering.”

432 Adtions: In case it comes to the knowledge of Coindelta or Coindelta becomes suspicious
that any customer is engaging in any Prohibited Activities Coindelta reserves the night to
terminate the account of the: customer and prevent such customer from undertaking any further
actions on any of Coindelta’s services, existing or in future. Coindelta shall further be fully

entitled, if it so chooses, to report such suspicious activities to the appropriate authorities.

TRVE ©




ANNEXURE - Pil
USER TEET.MS AND CONDITIONS 1 D ‘Jr

PL EASE& READ THESE TERMS AND CONDITIONS CAREFULLY

BEFORE USING THE ONLINE PLATFORMS

These User terms and éc;nditinns (together with the documents refermed 1o in it}
{“Terms") are the terms on which you may make use of our website www. koinex.in and
the associated mobile and sofiware applications {either existing or available in the
future) and our digital assets ‘trading services (“Onmline Platforms”), whether as a
guest or a registered user. Use of the Online Platform includes accessing, browsing, or
registeting to use the Online Platforms. Please read these Terms carefully before you
start to use the Online Platforms. We recommend that you print a copy of this for future
reference.

By using the Online Platforms, you confirm that you accept these Terms and that you
agree to comply with them,

If you do not agree to these Terms, you must not use the Omtine Platforms [f you do not
agree with any amendments made by to these Terms at any time in future, you must stop

using the Online Platforms with immediate effect.
1. OQOTHER APPLICABLE TERMS

These Terms refer to, incorporate, and include the following additional terms,
which also apply 1o your use of the Online Platforms:

Qur Privacy Policy, which sets out the terms en which we process any personal
data we collect from you, or that you provide to us. By using the Online Platforms, you
consent to such processing and you warrant that all data provided by you is accurate,

Our Anti-Money Laundering Policy, which sets out the terms regarding identity
verification of our Us:crs and the procedures followed for early identification and
reporting of prohibited/illegal activities ﬁhich may be committed by using our

serviges. When using the Online Platforms, you must comply with this AML Pelicy.
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The Online Platforms provide access to an online digital assets exchange that

ABOUT US

currently facilitates 'the (i) online trading of Digital Assets including their sale and
purchase {either using INR.- denominated funds or another form of Digital Assets) . (ii)
transfer of Funds from a User’s INR Wallet into its Linked Banked Account and vice
versa, and (iii) online storage of Digital Assets owned by the Users {collectively
the "Services"), operated by Discidium Intermet Labs Pvt. Ltd. (the “Company™ or
“Kolnex™) incorporated under ihe Indian Companies Act, 2013 having its registered

office at A/101, Viraj 8OC, Govardhan Nagar, Mulund (W), Mumbai — 400080,

DEFINITIONS

;'Cuin Wallet” means an online address accessible through the Online Platforms
and operated by a User f:m storage of 1ts Digital Assets;

“Content™ means an:-;r information. text, graphics, or other materials vploaded by the
Company ar the users, which appears on the Online Platforms for other users to access.
“Digital Assets™ refers to blockchain based crypto-currencies such as Bitcoins,
Litecoin, Fthereum, Ripple, etc,, as well as proprietary coing and tokens;

“INR™ means Indian Rupees;

“INR Watlet” means an online address accessible through the Online Platforms
and operated by a User for the storage of the User’s INR holdings:

“Funds™ refers to hoth Digital Assets and INR, as the case maybe;

1 inked Bank Aceount” refers to any bank account owned and operated by the
User and held with a Scheduled Commercial Bank, whose details were provided by the
User during the activation process mentioned under Clause 7.1 herein;

“Sanctions Lists” has the meanjng given to it under the AML Policy;

“Wallets)" refers to a User's Coin Wallet and/or its INR Wallet, as the case
maybe;

Anly reference o “you™ or “your” or or “user” refers to you as a user of the Online
Platforms and the Services a,ﬁd any reference to “we”, “owr” and “us” shall refer to the

Company as the provider of the Services.
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CHANGES TO THESE TERMS AND SERVICES I O GI

We may revise these Terms at any time by amending this page. Please check this page

trom time 1o time to take notice of any changes we made, as they are binding on you.

We may, without prior notice, change the Services; add or remove functionalities or
features; stop providing the Services or featurzs of the Services, to you or to users

generally: or create usage limits for the Services.

CHANGES TO THE ONLINE FLATFORMS

. We may update the Online Platforms from time 1o time, and may change the

Content al any time. However, please note that any of the Content on the Online
Platforms may be out of date at any given time and we are vnder no obligation to update

it

We do not puarantee that the Online Platforms, or any Content on it, will be free from

e[Tors or omissions.
ACCESSING THE ONLINE PLATFORMS

We do not guarantee that your use of the Online Platforms, will always be available or be
uninterrupted. Access to the Online Platforms is permitted on a temporary basis, We
may suspend, withdraw, discontinue or change ajl or any pari of the Onlne
Platforms without. notice. We will not be liable to you including without limitation
for any losses incun-éd due to volatility of prices of the Digital Assets if for any reason

the Online Platforms are unavailable at any time or for any period.

. You are also responsible for ensuring that all persons who access the Oniine

Platforms through your imternet connection are aware of these Terms and other

applicable terms and conditions, and that they comply with them.
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YOUR ACCOUNT AND PASSWORD | 0

7.1. If you choose to register with us through the Online Platforms, an account will be created

for your use on the Online Platforms and you will be provided with required
Account Information to enable your access to the Account. In order to access any
Services, 'you must. activate your account {“User Account’) by following the
iden}.ity verification ;;roc;_ess' specified in the AML Policy. Failure to complete the User
Account activation process as per the AML Policy will entitle the Company  to
lerminate the said User Accounl. The term “Account Information™ refers to a
pa-ssword and such information which may be provided by you as part of our security
and verification procedures. If you register on the Online Platforms through any third
party website like gmail, the login information of such third party account, as the
case may be, shall be considered part of the Account Information. You must always
treat Account Information as confidential and must not disclose it to any third party.
Any access to the Online Platforms through your Account shall be considered as
access by you or on your behalf and you shall be solely responsible for any activity
catried out n, by ot ;;hrough your Account either on the Online Platforms or any

other website accessed by you through the Online Platforms.

7.2. You represent and wamrant that: (A} you are competent 1o contract i.e. (i} if you are an

individual, that you are over eighteen years of age, or (ii} that 1f you are
registering on behalf of an crﬁit}r, that you are authorized to enter into, and bind the
entity 1o, these Terms and register for the Services, in accordance with the laws of India;
and (B) your name is not included in any Sanctions Lists; and (C) you are an Indian
resident zs defined under the Foreign Exchange Management Act, 1999 and the rules
anld regulations framed thereunder: and (D) your membership has not been suspended or
términated by us for any reason whatsoever.If we change the eligibility criteria to be
registered with thej Online Platforms and you no longer comply with the new
eligibility critetia, as determined by us in our sole discretion, you accept that we may
close your Account without any liability for us. You are solely responsible for ensuting

that you are in compliance with these Terms and with ail laws, rules and regulations
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applicable to you. If your right to access the Services is revoked or use of the
Services is in any way prohibited, in such circumstances, you agree not (o use or

access the Online Platforms or use the Services in any way.

We have the right to disable your accessto the User Account or amy part of it
whether chosen by you or allocated by us, at any time, if in our reasonable opinion you
have failed to comply with any of the provisions of these Terms, including

without iimitation the AML Policy.

[f vou know or suspect that anyone other than you knows or has unauthorized
access to your Account Information or any part of it, you must promptly notify us by
sending us an e-mail at team@koinex.in, We are not liable for any losses or

other consequences of unauthotised use of your account.
YOUR WALLETS

Upon activation of your User Account, we will provide you with an INR Wallet and a
Coin Wallet. -These Wallets enable you to purchase, send, rcoeﬁc or store Digital
Assets supported by the Online Platforms. You are required to maintain a minimum
balance of Funds in your Wallets before you initiate an order and/or transaction,
We reserve Ihe right to refuse to execule any order and/or transaction initiated by you, if
they are in contravention to the AML Policy ot to comply with directions of appropriate

entorcement authorities.

Terms of INR Wallet

An INR Wallet has been provided to store yout INR holdings. Funds held herein can
only be used to purchase Digital Assets through Koinex, and the INR
denominated sale proceeds of any Digital Assets will be credited into this INR
Wallet, less the applicable Transaction Fee. You are not entitled 1o any intersst on the

Funds held in the INR Wallet.
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82.2. In tase you wish 16 acquire Digital Assets using INR funds you will be required to
transfer Funds from your Linked Bank Account to your INR Wallet to purchase any
Digital Assets. Your _[NR Wallet will reflect funds transferred to it within 3
working days of such iransfer. being initiated, subject to any delays in the relevant

hanking channels.

8.2.3.You may withdraw ihe Funds held in your INR Wallet, by making a formal request to
transfer such Funds into the Linked Bank Aecount. through the Online Platforms at
any time {“Wimdrawal ﬁequest“}. The Company will endevaour to settle each
Withdrawal Request within 3 working days of such request being made, subject to any

delays in the relevant banking channels.

8.3.  Terms of Coin Wallet

8.3.1.A Coin Wallet has been provided 1o you wherein Digital Assets may be stored.
Funds held in this Wallet may. be used to purchase another Digital Asset, and any sale
proceeds obtained in form of Digital Assets will be credited only into this Wallet,

You are not entitled o any interest on the Funds held herein.

$.3.2. You are¢ permitted to withdraw Funds held in this account, provided such Funds can
only be transferred to another digital asset wallet (“External Wallet”). You may be
required to verify that vou own and operate the External Wallet before your

withdrawal request is accepted.

8.3.3.In case you transfer any Funds to a recipient who is not a User of our Online
Platforms, we will invite such recipient to open a User Account, and transfer the Funds
back to vour Coin Wallet in case of such recipient’s failure to open a User Account

within 30 days.
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£.3.4.You are not permitted to transfer, store or receive any digital assets not supported by our
Online Platforms. You acknowledge that the Company shall not be liable for any losses
suffered by you in connection with your attempt to transfer, store or receive digital

assets in contravention of this Clause.
9, LUSER REPRESENTA‘_I‘[UNS, COVENANTS AND OBLIGATIONS

These Terms govern your behaviour on the Online Platforms and set forth your

obligations. You agree. confirm, and represent the followmg:

You shall comply with all the obligations set forth in these Terms, including without
limitation the AML Poiicy:

You will use.- the Services rendered by us for lawful purposes only and comply
with these Terms and all applicable laws, statutes, by-laws, acts of legislature
or parliament, rules, régulations, crders, ordinances, protocels, codes, guidelines,
or policies of any governmental authority, including without limitation the
Prevention of Maoney Laundering Act 2002, the Unlawfid Activities (Prevention)
Act. T967; and all applicab‘lé judicial orders and precedent (“Applicable Laws™)
wl‘ﬁlc using and tra;nsacting on the Online Platforms.

{;'.rc:.atiun and maintenanice of ali Content in your Account shall be your sole
responsibility.

You are responsible' for .safeguarding the password that you use as a part of your
Account Information to access the Services and for ah}' activities or actions
under your Account, We encourage you to use “strong” passwords preferably using a
combination of upper and lower case letters, numbers and symbols with your
Account. The Company will ﬁot be liable for any loss or damage arising from your
failure to comply with this instruction. You acknowledge that you will irreversibly

lose vour Digital Assets if you delete your Account.
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You shall provide ‘lI]S with only such information (including without
litmitation Identification Dccuﬁ:cnts submitted by you) thal is true and accurate
to the best of vour knowledge.

You shall not cancel any orders initiated bul not executed on the exchange.

In case any order is partially executed, we may in our sole discretion permit
cancellation of the wnexecuted order. You acknowledpe that all orders and/or
transacttons are irreversible Iom:e executed,

You must mainiain sufficient Funds in vour Wallets before initiating any order
andfor transaction. In case you have insufficient funds in your Wallet then the
Company may either cancel your order or execute a partial transaction using the
F‘L;nds available in your Wa;lle:t.

You understand that certain taxes may be applicable upon the trading of
Digital Assets and you would be required te determine your tax liability under
the Applicable Laws. You acknowledge that you're solely responsible for payment
of any taxes that may arise in connection with your use of Services.

As the price of Diéita] Assets are very volatile and subject to fluctuation, you
acknowledge that the actual market rate at which an order and/or
transaction 15 execwied may vary.

The Company ma)rr be mqﬁimd to suspend ftrading in cases of a force majeurc
gvent. You acknowiedge lha;.t: (i) your access to the Services and/or the Funds
during such periods. may be limited or restricted: and (ii} the mmarket conditions
may differ significantly, following the completion of such Force Majeure Events.

We do not control the underlying technelegy which governs the mining.
creation, sale of any Digital Assets. You acknowledge the Company does not exercise
any control over the ma;kct price or circulation or volatility of the Digital Assets and
that the contract for sale of any of the Digital Assets shall be a strictly bipartite

contract between the seller and the buyer,

RISKS




0.1,

10.2.

10.3.

LL.

{1s

A considerable Inss,. may be sustained/incurred while frading in Digital Assets,
hence you are advised to determine your financial circumstances and risk tolerance
before trading and carefully consider the following risks:

Digital Assets are cu_rrenﬂy unregulated and trading, holding and transferring some or all
Digital Assets may be deemed illegal in India in the future. You are encouraged to
obtain appropriate legal counsel regarding the same before using the Online Platforms;
The value of any Digitai Asset is very volatile and you may sustain a total loss of your
Funds Dhue to the market being in a nascent stage, during a market disruption or during a
force majeure evenl, you may face difficulties or impossibility in liquidating your
position under ¢ertain market conditions.

Digital Assets are not backed by a central bark or any other financial regulator
and as such there is no thied party that may take any corrective action upon the
occumence of a glo!:alfrégional ¢risis;

Since Digital Assets_ are held onfine, they are susceptible to security breaches and
grc:-ve,'rnmc.nt crackdowns thal may end up compromising the integrity or anonymity of
the ;ystem that produce such Digital Assets:

You acknowledge that the aforementioned is an inexhaustive statement of nisks
ﬂs;ocialad with the trade of Digital Assets and thai there may be additional risks not

listed or foreseen by the Company.
By creating User Account you acknowledge that you have carefully assessed your
financial standing and risk tolerance and you confirm that the same is suitable for trading

in Digital Assets.

FEES

. Creation of an Account on the Online Platforms and usage of the Online

Piatforms is free. The Company shall charge a fixed fee of Rs. 100/~ for verification of the

User Account (*Verification Fee™).
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Trading' on the Online Platform is subject to payment of a fee on each transaction
executed ("Transaetion Fee™). The Transaction Fee chargeable on each trade shall

he as provide in the Fee Schedule.

3. Deposit of Digital Asgets in the Coin Wallet is free of charge. Deposit of INR in the INR

Wallet by NEFT/IMPS is ;1150 free of charge. Deposit of TNR in the INR Wallet through
credit card. debit card .or pet banking will be subject to a transaction fee of 2%.
Iee applicable on withdrawal of Digital Assets or [NR shall be as provided in the Fee
Schedule, Deposits and withdrawals on Digital Assets or INR will be subject to

withdrawal litnits provided in the Fee Schedule.

INTELLECTUAL PROPERTY RIGHTS

. Unless otherwise specified, all Content on the Online Platform is the property of the

Company and are protected under copyright, wademark and other applicable fasws,

. The trademarks, service marks and logos of the Company and others used on the Online

Matforms (“Trademarks™ are the property of the Company and their respective

OWIETS,

. Users shall not reverse engineer or disassemble any part of the Online Platforms for any

reason whatsoever. Any such action shall amount to a material breach of the Terms and

may result in the Company terminating the defaulting Users® User Account

The Online Platforms may in places include third patty intellectual property
including the snﬁware used for creating or distributing Digital Assets. The
Company does not own any rights to such third party IP and is bound by the
license terms for such IP and by virtue of these terms the Users shall also be

bound by the said license terms.

NO RELIANCE ON INFORMATION
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The Content on the Onhine Platforms is provided for general information only, It is not
intended o amourit to investment advice on which you should relv. You must
obtain specialist advice before taking, or refraining from, any action on the basis of the

content provided on the Ouline Platforms.

We display some content that is not ours. This content is the sole responsibility of the
person/entity  who makes it available. The content of the Online Platform,
including  without limitation, text, copy, audio, video, photographs, illustrations,
graphics and other w:isua]s, is for informational purposes only and does not
cons_titute pmfessioqal investment advice, tips or recommendations of any kind.
For the 'avoidanoe of doubt it is clarified that the Company does not provide
inw;stment and financial advice to its Users.Reliance on any information appearing on
the Online Platferms, whether provided by the Company. its conteni providers, visitors
to the Ounline Platforms or others, is solely at your own risk; and the Company
sh-all not bear any liability for any loss/ injury that may anse due to your reliance on
any information published on the Online Platforms. You further acknowledge and
agree that should any claim/ damage/ liability arise as a resuit of any reliance placed by
you on any information published on the Online Platforms, the Company shall have no
liability in relation to the same.We may review content to determine whether it is illegal
or violates our policies, and we may remove or refuse to display content that we
reasonably believe violates our policies or the law, But that does not necessarily mean

that we review content, so please don™t assume that we do,

. We assume no responsibility for the comtent of websites linked on the Online

Platforins. Such links should not be imterpreted as endorsement by us of theose
linked websites. We will not be liable for any loss or damage that may arise from your

+

use of them.

Although we make reasonable efforts to update the information on the Online
Platforms, we make no repreésentations, warranfies or guaranteées, whether express or

implied, that the Content on thé Online Platforms is accurate, complete or up- to-date.
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DISCLAIMER OF WARRANTIES

You expressly acimowlcdge and agree that use of the Services and the Online
Platforms is at your sole risk. The Services and the Cnline Platforms are provided on an
“as is" and "as available" basis. Although we make best efforts to provide high quality
Services (o ail our usets, to the fullest extent allowed by law, we expressly
disclaim and walve all warranlies and conditions of any kind, whether express or
implied. incleding, but not limiled to the warranties of merchantability, fitness for a
particular purpose or title, The contents of the Services or the Ontine Platforms may
co;'ltain bugs, errors, pmbl-e'ms or other limitations. We assume no liability or

respensibility for any errors or omissions in Content.

. We are not responsibte for the Content uploaded by you on the Online Platforms.

We are not responsible for any dircet or indirect damages or Insse:s caused to you,
including without limitation, lost profits, business interruption or other Joss
resulting from use of or reliance in any way on anything available on the Online
Platforms. It is solely your responsibility to evaluate the accuracy, rehability,
completeness and us‘ef’u.lness of Content available on the Online Platforms that is used

by vou.

We make no warranty tiiat the Services or the Online Platforms will meer your
requirements -or that the Services or vour access to the Online Platformis will be
uninterrupted, timely, accurate or reliable; nor do we make any wé.rranty as 1o the
permanernt availability '.:'f any information and/or that may be stored or transterred
through the Services or the Online Platforms.. In case there is any defect in any software
being used for the provision of the Services, we do not make any warranty that
d.efc}iltﬁ in such software wi!!'be corrected. You undersiand and agree thal any material
an&a‘or data dumlcﬁed or otherwise obtained through use of the Services or Online

Platforms is done at your awn discretion and risk and you will be solely responsible for

any damage to your computer system or loss of data that results from the download of
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such material or data. In case you store or (ransfer any information and‘or data
through the Services or the Online Platforms, you are strongly advised to make

back-up duplicate copies and are solely responsible for any loss.

No advice or information, whether oral or written, obtained by you from the
Services or the Online Platforms shall create any warranty not expressly made

herein.

VIRUSES

. You will be responsible for introduction of any wviruses, tfojans, worms, logic

bombs or ather material which is malicious or technologically harmful, You must notl
allempl 1o gain unauihorised access te the Ornline Platforms, the server on which
the Online Platforms is stored or any server, computer or database connected to
the Online Platforms. By breaching this provision. you would commit a criminal
offence under the Information .Technuingy Act, 2000, We will reiﬁmrt any such breach to
the relevant law enforcement authorities and we will cooperate with those authorities by
disclosing your identity to them. In the event of such a breach, vour right to use the
Online Platforms wili ceas;-, immediately.

We will not be liable for any loss or damage caused by a virus, denial-of-service attack.
distributed denial-of-service attack. or other technologically harmful material
that may infect your computer equipment, computer programs, data or other
proprictary maierial due to your use of the Online Platforms or your downloading

of any Contetit on it, or on any website linked to it.

. You should use your own virus protection software, We cannot and do not

guarantee or warrant that ﬁle;i available for downloading from the Online Platform will
be free of infection by viruses, worms, trojan horses or other code that manifest

contaminating or destructive properties.
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LIMITATION OF OUR LIABILITY I 2\0

To the exterm permined by law, we exclude all conditions, warranties,
representations or other terms which may apply to the Online Platform or any
Content on it including any. information or the Online Platform itself or Services,

whether express or implied.

. Our aggregate liability to any user in no event shall exceed the fees paid by such user

during the 6 (six} months immediately preceding the date of claim fer any direct,
indirect or consequential loss ot damage, whether in contract, tort (including
negligence), breach of statwiory duty, or otherwise, even if foreseeable, including those
arising under or in connection with:

use of, or inability to use, the Services ot the delays in transmission or operation
of the Online Platforms; or

use of or reliance, op any Content and/or information displayed on the Online
Plattforms; or

From errors, mistakes, omissions, or deletion of files; or

use of the Services provided through the Online Piatforms;

whether or not resulting from any communication failure, theft, unauthorised

access or a force majeure event.

If you are a business user, please note that in particular, we will not be liable for:
joss of profits, sales, business, business opportunity or revenue:

business interrupti{m';

loss of anticipated savings;

loss of business opportunity, goodwill or reputation; or

16.4. Please note that all Services provided through the Online Platforms are only for

domestic and private use. You agree not to use the Online Platforms for any
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commercial ot business purposes without obtaining a legally valid license to do so in

accordance with these Terms.

ELECTRONIC COMMUNICATIONS

When you visit the Online Platforms or send e-mails to us, you are communicating with
us  electronically.  You consenl to receiving  communications  from  us
el;:ctmni::ally. We will communicate with you by e-mail or by posting notices on Lhis
Online  Platform. You agree that all agreements, notices, disclosures and other
coramunications that we provide to you electronically satisfy any legal requirement that
such communications be in writing. You agree that in case there are any changes
in any information provided by you to us, including your e-mail address and other
contact detasls, you will be solely responsible o update them regularly. If we send any
communication by e-mail, it shall be sent to your e-mail address available on the
records created by you on the Online Platform and it shall be deemed to have
been received by yvou once it is reflected as sent in the outbox of our e-mail id. You may

opt-out of receiving any electronic communications from us at any time by sending us an

cmail a1 kami@koinex.in.

You acknowledge that by sending any commmunication or infonmation to you either
through email or the Online Platformns, we are not providing you with any

“investment advice’.

LINKING AND FRAMING

[f vou choose to guthenticate vour Account through a third party service, like

Google, you are linking that account to your Account.

You may link to our home page, provided you de sc in a way that is fair and legal and

does nol damage our reputation or take advantage of it.
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You mus! not establish a link in such a way as to suggest any form of association,

approval or endorsement on our part where none €xists,

You must not establish a link to the Online Platforms in any website that is not owned by

yf-:ru.

. Our websile must not be framed on any other website, nor may you create a link to any

parl of the Ontine Platforms other than the home page.
We reserve the right to withdraw linking permission without notice,

1f you wish to make any use of Content on the Ouline Platforms other than that set out

ahove, please send us an e-mail at team(@koinex.in.

INDEMNIFICATION

To the maximum extent permitied by Applicable Law, you shall indemnify and
hold harmless the Company, its owners, licensee, affiliates, subsidiaries, group
companies (as applicdble) and their respective officers, directors, agents, and
employvees, from any claim or dernland, or actions including reasonable atiorneys’ fees,
made by any third party or penalty imposed due to or arising out or relaling to {a} your
use.é’f our Services,- (b} qu- breach of these Terms, or {(c) your violation of any law,
ruies or regulations 1.:nr the rights {includiné infringement of intellectual property rights)

of a; third party.

RELFEASE AND WAIVER

To the maximum extent permitted by Applicable Law, you hereby release and
waive all claims against'the Company, and its subsidiaries, affiliates, officers,
agents, licensors, co-branders or other parners, and employees from any and all liabilicy

for claims. damages (actual and/or consequential), costs and expenses (including
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litigation costs and: anorqe}rs' fees) of every kind and nature, arising {rom or in
any way related to ;.'o'ur use of the Online Platforms, its services, content or use of
the 'Digital Asgets. You understand that any fact relating (o any maltier covered by this
release may be found t{.:u be other than now believed to be true and you aceept and
assume the risk o% such possible differences in fact, In addition, you expressly
waive and relinquish any and all nights and benefits which you may have under any other
state or federal statute or commen law principle of similar effect, to the fullest extent

pertnitted by law,

If we fail to insist that you perform any of your obligations under these Terms, or if we
do not enforce our rights a;gaiﬂst vou, or if we delay in doing sa, sthat will not mean that
we have waived our rights against you and will not mean that you do not have to comply
with those obligations. [f we do waive a default by you, we will

only do so in writing, and that will not mean that we will automalically waive any

later default by you.

APPLICABLE LAW

Plcase note that these Tr::rmé, its subject matter and its formation, are governed by the
laws of the Republic of India. The courts of New Delhi, India will have
exclusive jurisdiction to deal with any dispute arising out of or in connection with these
Terms or any other terms and conditions made applicable on you by us and you consent
to the jurisdiction and vénue of such courts and waive any cbjection as .to inconvenient
forum. In case, y.ou choose to access the Omline Platforms from any jurisdiction
not governed by the: laws of India, you are solely responsible for compliance with local

laws of that jurisdiction and all applicable laws of such jurisdiction.

TERMINATION
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We reserve the right to refuse to continue providing vou with access to the Online
Platforms if we discover that you are (a} incompetent to contract by virtue of your age or
otherwise under these Tenns or the Applicable Law and/or (b) in breach of the Terms.
The Online Platforms are not availabie to persons whose named is included in
any Sanctions Lists or whose membership has been suspended or terminated by us

for any reason whatsoever,

GENERAL TERMS

- Relationship of the Parties: Nowwithstanding any provision hereof, for all

purposes including without limitation execution of any order and/or transaction
initiated by you through the Online Platforms, you and the Company shall be and act
indei:endenﬂy and ncﬁ as a partner, joint venturer, agent, mtermediary, broker or in any
nthér fiduciary capa;:.it}j.. You shall not have any authority to assume of create any
obligation for or on behalf of the Company, express or implied, and you shatl not

attempt to bind us to any contract.

Invalidity of Specific Terms: If any provision of the Terms is found by & court of
competent jurisdiction to be invalid, other provisions of such the Terms shall remain in

full force and effect.

Entire Agreement: These Terms, the Privacy Pelicy, the AML Policy, and Fees
Schedules incorporated by reference herein comprise the entire undersianding and
agreement between you and the Company as te the subject matter hereof, and

supersedes any and all prior discussions. agreements and understandings of any
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kind {including without limitation any prior versions of these Terms), and every
mature between and among you and the Company. Section headings in these Terms are

for convenience only, and shall not govemn the mesning or interpretation of any

provision of these Terms.

CONTACT US

For gencral enquires complaints and/or giving any feedback. please email to

team{gkoinex.in

. In case you do not want to continue using our Services and want to deactivate your

Actount with us. please contact is at team@koinex.in

If you do not agree with any provision of these Terms and wish to opt out of such
provision. please write to us at team{@koinex.in {"Opt-out Reguest™). You agree that
vou are not entitled to use the Online Platforms or the Services unless your Opt-out

Request is accepted by s in writing.

THANK YOU FOR VISITING US.

TRUE COPY
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ANTI-MONEY LAUNDERING POLICY
This Anti-Money Laundering Policy (“AML Policy™) is testimony w0 the Compuny's
commitments against mongy launderimg, lnancing of terrorism, and related illegal activivies. It
describes the Company’s policies and procedures instituted to ensure that the Services offerwd by the
Company are not being used by the Users to faciinate commission ot any eriminal offences. inciuding
but nol limited o those under the Prevenition of Money Laundering Act, 2002 and the Unlawiul
Aclivities Prevention Act, 1967, Although under the said laws, the Company does oot yualily :lQ: un
enlity obligated w follow the procedures preseribed herein, the Company has prepuared this AML
Policy to ensure thel transparency of trading and to ensure the prevention ol money laundering aod other
illegal acrivities,
The terms “We", “Our”, “Company” and “Us” refer to the Company, and the ernts "LUser”, ";I"l.lif' :Lnd
“Your” refer to a User of our Online Platforms. |
This AML Policy upplies uniformly o any User desirous of availing the Servicey or ptherwise using ur
benefitting from the use the Online Platforms and may be read asz a pan of the User Terms and
Conditions. [t is imperative that you read this AML Policy before using the Online Plutforms .or
submitting any personal information, By using the Online PIalforms, YU ure expressly conseiming
12 be bound by the User Terms and Conditions and consequenty 1his AML Policy.
. DEFINITIONS
1.1, Intus AML Policy:

"Beneficial Owner” means:

(i) Incase of ::oinpam’es, the natural person who has ownership of over 23% (twenly five per
cent) of the shares, 15 entitled to over 25% {twemty five percent) ol the profits, ur bus
the power, directly or indirecily, to appoint or elect more than half of the board of dicecrors
of such company, as the case maybe;

(ii) In case of parthership firms/Limited Liébilit}f Partnerships, the natural person who lus
ownership of over 15% (fificen per cent) of the capilal or is entitled to over 15% (Afieen per
cent) of the profits of such firm, as the case maybe;

*Identification Documeni(s)” refers to:

{iy Permanent Account Number {(PAN] ca;d',

{i) Aadhaar Number;

_[iii} Passporl, Driving License, Governmen! issued wemiidy cards; or

(ivd  such oiher document a5 may be notilied by ;He Company from time 10 lime;
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“Periodic Updation” refers 1o undertaking the User’s identity verification uficsh by

fotlowing the procedure prescribed under Claluse 8.1 {Customer Verificaiion Procedure} of this

AML Policy, at such intervals as the Company deems fit or as directed by appropriate:

enforcement authortties. |

"sanction Lists” refer w lists of nawral and juridical persons included under any list

circu]ated. by the Reserve Bank of India and the_United Nations Security Couneil, including

without limitation, the [SIL and Al-Qaida Sanctions List and the 1988 Sancuens List.

“Suspicious  Transactions” vefers to the following activities. whether attempted or

executed:

(i) Terrorist financing: transactions which to a person acting in good luith appear 1 beany
funds collected {v be used, in full or in part, by any terorist ar reluwed organization,
or in order 10 carry oul any of the activities relating to terrorism. or wirerst uels:

(i} Unusually Complex: transactions which to a person acting in good Faith appear to have been |
structured in 2 manner of urusuat or unjustified complexity,

() Malafide Purpose: transactions which to a person sciing in pod fath appear w have
not been transacted for bonafide purpose or have a sound economic rationale,

{(iv) Money Laundering: transactions which. ;:o a person acting in -gmu Faith  appeur
winvoive proceeds of any offence lised in ihe Schedule 10 the Prevention: ot
MoneyLaundering Act, 2002, |

The capitalized terms used herein, but not defined, shalll have the meaning given to such terms an

the Terms (defined below).

AML POLICYISPARTOFOURTERMS

This AML Policy is a part of and incorporated within, and is to be read alonyg with the

User Terms and Conditions(the Terms™).

POLICYCHANGES

The Company may change and update this AML Pelicy from time to time. Such changes may be

made wilhout prior notice, but any changes will oﬂ}' apply to activities and information on

a going forward, not retroactive basis. You are encouraged to review this AML Poliey '.w.-'hvnlcver

you decess the Online Platforms.

YOUROBLIGATIONS

You acknowledge thal it is your duty to ensure compliance with 1he terms and l.‘ulliiiliU.II:i

described in this AML Policy and accord your consent te nol using the Services and rhe Culing

Piatforms in any manner which resulls in committing/attcmpting to commit any criminal offences.
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You also agree and consent to any changes madeltu this Privacy Policy in due course und withow

notice.

You must ensure that any personal information andfor Identification Docwniens

subminted by you belong to you. | |

You must file a fresh proof of address wilhin six months of making any changes 10 the

address menioned as per the ‘proof of address’ submitied by you.

In case vou are acting on behalf of a juridic:a[l person, you must identity the Beneticial

Owner and alsc assist in verification of the identity ;:of such Beneficial Owner and any

individual who purponts 10 act on behalf of such juridical person.

FURPOSEQFTHISPOLICY ‘

In order 10 mitigate its risks relating to money laundering and other illegal activities. theCompany

intends to put in place thus policy which has the falluwi‘ng elements:

(i) Customer Acceplance Terms; and

(ii}  Risk Management Procedure; and

{iii)  Customer Verification Procedure; and

{iv)  Transaction Monitoring Terms

CUSTOMERACCEPTANCETERMS

The Company may either at the time of opening 1he User Accouny, or while undertaking any

transactions, or during Periodic Updalion, or for any otber reason, ensure vour vemplianes

with the following: |

{i) Require thal you underge a verification process during the activation process ol vour User
Account by submitting your Identification Documents and such other details, as mandated
under Clause § (Cussomer Verification Procedure) of this AML Policy;

(i) Require you to furnish such other details as may be deemed necessary by the
Company o verify your idenuty, if the Cump::m-}r has reason w believe tha-l YOU &he i Person
or entity enlisted in the Sanctions Lists,

(i) Require you 1o submit such additional information andior data us may be direcied by a
competent enforcement authority.

{iv) Require you to certify that your Linked Bank Account is held only with a seheduled
commercial bank compliant with all Kpow Your Customer {(KYC) procedures
mandated under the applicable laws.

The Company may, in its sole discretion, refuse 0 open any new accounts, lerminale -

existing User Accounts after giving due notice, or refuse to PIUCess any transactions on the Online
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Plattorms if it is unable to ensure compliance with any of the aforementioned conditions,
gither due 10 non-cooperation by the User or due to the details provided by the User being tound
enlisted on any S.anciions Lists ar unrefiable or nnverifiable 1o the Company’s satisfaction,

7. RISKMANAGEMENTPROCEDURE
The Company may categorize its Users including you into low. medium or hiph risk
categories, after undertaking an appropriate tisk assessment ol each User bused un the
Tollawing faciors {including without limitation): |
* Sufficiency and adequacy of identification Cinformation  submitted under Clause ¥

(Cusiomer Verification Procedurey, or
s lts social Mqr financial siatus; or
+  Natwre of User’s business/vocational activities; or
¢ Ouidance notes circolated by  various  governmentl  and  Inter-governmentl
organizations,
You acknowledge that in order to maintain the imegrity of the Risk Management
Procadure, the Company will kesp your risk categorization and any data related theretu
confidential. You will not be entitled to seek disclosure of your risk categorization.
However, the Company may disclose the User’s risk cateyorization data o the vumpetent
enforcement awthority If it finds that 3 particular ’Use‘r has exgeuted or is likely 1w oxecue ans
Suspicious Transaction.

8. CUSTOMERYERIFICATIONPROCEDURE -

&.1. The Company, during activation of User Accounts or while undertaking an-_'-;' transactivus o for
any other reason, may require for the purposes of verification of any User's idemity, following
details: ‘

+ In cose of individuals - one copy of any [dentification Document containing their identity
address details; one recent pholograph; any other dnéuments pertaining to businesstinancial status
of such individual as may be prescribed by the Contpany from time to time;

¢ In case of companies - one copy each of the Cenificate of Incorporstion: Memoranduim
and Articles of Association; Board resolution authorizing to transact on the Ouline  Plaviorm;
Identification Doﬁumen!s containing identification cand address details of the  individual
autherised to transact along with a copy of such authorization document;

«In case of parnership firm/Limited Liabiliy Parmership — one copy euch of the

Registration/lncorporation Certificate; partnership deed;  [dentification Documents contuining
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wentification and address details of the individual uathorised to transact along with a cupy ol suell
authorization document;

Users must ensure that all copies of aforementioned ldeniification Documents are duly

"~ certified.

$.2. Tor the purpeses of venfication of any User's ideatity, the '(,'c-m];}:my may rely on
approprizic and licensed third parly service providers. 10 authentivale the la.lt:milk:zuim
Documenis and other incidental details pa;u»'ided by the User.

£3. If the Company finds any tser information obtained in accordance wilth the proc;:tiur::
described under this Clause to be inadequate, insufficient, or enlisted on the Sanetions
Lists, the Coilxlpmy may in its discretion either refuse or termil:lale {as the case may be) the
registration of such User Account or requirc. veriﬁcf:uion of such User's Idu;l!iiic;ﬂiun
Docomerds again.

9. TRANSACTIONMONITORINGTERMS

9.1.  All transactions executed and/or atlempted to be execulec{ on the Online Platforms are regularly
monitored by fhe Company, both mﬁnually and through use of software based algorithms, in
arder to promptly identify and highlight certain kinds of transuction including withow
limuation, the following kinds of transactions:

¢ High value ttansactions of amounts greater than [NR 50,000 (Rupees FiltyThousund)
+ (Cross-border transactions of amounts greater than [NP:\ 5 Lakhs (Rupees Five Lakhy):
+ Suspicious Trensactions;

92. The Company may, from time to time, undertake necessary investigation in order to
idemify and examine Iransactivns inconsistent with any User's risk profile (dewermined in
accerdance with Clause 7 (Risk Management Procedure} above), sophistication, and expected
usage pattern.

9.3, The extent of monitoring shall depend on various tactors including upun each User's riskprofile. -

94. The Company reserves the right ro terminate the User Account, resirict andror prevent aceess 1o
Online Platforms, or report lo the appropriate enforcernent awthorities 1he activilies of urily

User in respect of transactions identified under this Clause ¢ (Transaction Monitoring Terms ).

10. MAINTENANCEOFRECORDS
The Company will maintain and preserve the following information and/or duta:

* Records of all transactions executed on the Online Platforms, for a period of at least 10 {Ten)

years from the date of each transaction.
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Records of all transactions identified under Clauge 9 (Transaction Monitoring Terms)
above for a period of at least [2 (Twelve) years, including but not Jimi!-_ed 10 the
information about the nature, value and pa:tie.s to such transactions, and their date of remittance.
ldeniification records of Users (including but nol limited to -lhe \dentification Documents
submitted pursuant to Clause 8 (Customser Verification Procedure) "ubove). during the
subsistence of and for a peried of at least 10 (Ten) years from the dute of terminztion ol such
User Account.
COMPLIANCE, DISCLOSURE, ANDNOTICES
The Company may share, from time to time. information regarding transactions identified under
Clause @ (Transaction Monitoring Termys), identification information of such Users, or any other
information mandated under the applicable law, with the appropriate unfurcum;‘m
authorities.
In order 10 improve the integrity and transparency uf transactions on the Online Platforms,
You ure encouraged to report any information you are Privy to or become privy (o in the Tt
regarding any Suspicious Transactions or transactions you have find ‘or have reasun 1o
believe are dubious in neture, to our Compliance Officers by writing 1o thein m
team(@thoinex, in.
In ocder 1o ensure compliance with this AML Policy andior the applicabic laws.
theCompuny may be required to send you notices from time 1o lime, Al suel notives will hu;u:-nl
to such address as provided by you under Clause 8 (Customer Verification Provedure) of 1his
AML Policy. Where you are required 1o shﬂre any information accnrdingttu the provedures
contained in this AML Policy. such communication may-be mude by yuu elecuanicatly by .
sending an email to team@koinex.in,

You may also comtact us at the following address: Koinex, Discidium Internet [.abs frvt.,

Lid 91springbeard,

B Wing, 6"Floor, Ackruti Trade Centre, MIDC, Andheri, Easi, Mumbaj -
400093

7}@@"7 -
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_.Kurn;u BE Fwd: Regarding a Rupee based cryptocurrency ! 3 :L
. Wed, Apr 11,2018 at | ].:4(} AM

Abhishek Gopal ;l abhishek@throughbit.com> Wed, Apr 11,2018 at 11:40 AM

Ter: Kumar Swamy: kumar@throughbit.com>  Forwarded message

From: Abhishek GDp:'il Date: Mon, [8 Sep 2017 at 6:30 PM
Subject: Regardiné a Rupee based cryptocurrency To: Ce: Roshan Mohammed

Dear Sir
| write to you representing ThroughBit, a Blockehain stariup.
We have been veading in the news regarding a Rupee based crypiocurrency that the Govi. of Indi
ais exploring. We would l.ike to bring to your notice that we have been working on something on
similar lines for the last year and ahalf and we now have a working product that we would like to
showcase to the ﬁBI.Wc call it FALCON.Falcon is a smart contract on Ethereum and is fast and
secure. We would likc_ the opportunity to be able to present thesame to you and explore the possi
bility of being of: some assistance lo the RBI.

Look forwaid to hearing from you.

Sincercly Abhishek G

Thanks G Abhishek

CE( ThroughBit Technologies Pvt Lid

+91 9900061353 +1 (516)-728-7236

The most important solutions are often the simplest ones
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ITEM NO.4C 'COURT NO.1 SECTION FIL-W

SUPREME COURT OF INDIR
RECORD OF PROCEEDINGS

i Cj . 1
DWAIPAYAN BHOWMICK Petitioner(s)
VERSUS
URION OF INDIA & ORS. Raspondent {s}

{FOR ADMISSION)

WITE
W.P. (C) No. 107172017 -(PIL-W)

Date : 13-11-2017 These matters were called on for hearing today.
CORAM .
HON'BLE THE CHIEF JUSTICE

HON'BLE MR. JUSTICE A.M. KHANWILKAR
HON'BLE DR, JUSTICE D.Y. CHANDRACHUD

Tor Patitioner (&)

WP{C) 1076/2017 Mr. Kapil Joshi, Adv.
Mr. Pulkit Agarwal, Adv.
Mr. Ishit Sahariva, Adv.
Mr. Palav Rgarwal,6 Adv.
My. Vishal Vardhan, Adv.
Mr. Amit Karkhanis, Rdv.
Mr. Pashupathi Nath Razdan, AQOR
WP(C) 1071/2017 - Petitioners-in-person
For Raspondent (s)
UPON_hearing the counsel the Court mads the following
- QORDER
Issue notice.
Sane 1l b o'
1
T
{Deepak Guglani) {(H.8. Parasher}
Court Mastar - hsaistant Ragistrar

RUE co??




ANNEXVRE -PJE

o \3Y

December 03, 2017 |

Reserve Bank caufions regarding risk of

virtnal currencies including Bitcoins

Atlentioﬁ of members of public is drawn to the Press Release issued by (he Reserve Bank of
~ India {(RBI) on December 24, 2013, cautioning users, holders and traders of Virmal Currencies
(V(s) including | Ritcoins regarding the potential economic, financial, operational. legal.
customer protection and security related risks associated in dealing with such VCs,

Vide press release dated Febroary 1, 2017, RBI has also clarified that 1t has not given any
licence/autherisation to any entity/company fo operate such schemes or deal with Bitcoin or any

V(.

In the wake of signiﬁcant spurt in the valvation of many VCs and rapid grawth in Initial Coin

Offerings (1COs), RBI reiterates the concemns conveyed in the earlier press releases.

Jose J. Katioor

Press Release: 2017-2018/1330 Chicf General Manager
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Kotak Kotak Mahindra Bank l 2 S
Date. December 21, 2017

To.

Allention:- Shash@k Kumnar / HarshilMathweRazorpay Software Private Limited,

No 22, tst Floor SJR Cyber, Housr Main road. Adugodi, Bangalore - 560030

Dear SivMadamy,

Sub: Your Account No I‘ﬁ}i 1547334 held with cur Bank

We bring to your notice the RBI Press Release dated 24 December 2013 cautioning the users,
holders and traders of Virlual Cumrencies (VCs), including Bitcoins, ebout the potentiai {inancial,
operational, legal, -:u_;,tomer protection and security related risks that (hey are exposing themselves
“to. Further RBI vide its Press Releases dated 01 February 2017 has advised Banks that the
Regulator has not given any license / authorization to any entity / company to operate such
schemes or deal with Biltooin or any virtual currency. RBI has issued another Press Release on

3™ December 2017 reiterates the concerns already conveyed in the earlier two Press Releases,

On review of the transactions in vour above mentioned account we have noticed that you have
undertaken online transactionis invelving dealings in Bitcoin or.a virual cwrency with an indicative

summnary as under, The list of clients mentioned below is not exhaustive.
Petiod 15t Nov'l 7 to 18th Dec'L7
No of Transactions  Value in cr

1. Total lransactionas to Razorpay accounts 3,59,598 1,033,00

2. Total transactions codes containing +zeb’ and koin' 3,50,266 954,66
Item mentioned in point:’«: is a subset of point 1.

11 this regards, Bank does not encourage its customers using their accounts maintained with us tor
carrying out transactions involving any kind of crypto / virtual cutrencies and hence we
request you to immediately stop transactions involving dealings in Bitcomn or any kind of cryplo /

virtual currency from your above mentioned account.
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We request vou to infortn your partner clients in this regard and request them not to enable kotak

bank as a payment option.

We have also noticed that the party/parties as mentioned above are depicting KMBL process [ow
3
‘as well as logo on their website. We request vou to kindly gat this information removed from all such

websites including the two names mentioned above,

In case it is observed that you have undertaken such transactions from various sources post receipt
of this letize, you may treat this letter as an advance caution letler and Bank will be constrained to

close your account without giving any further intimation o you.

Please note thal the Bank shal) pot be respensible and liable for declining any transactions/ retum of
cheques / losses arising/ any consequences or inconvenience caused to you on the account of

closure of your account.

In case of any clarification required, please feel free to contact your Relationship Manager

for the same. Thanking you

Youors sincerely

SD

Authorized Signatory

For Kotak Mahindra Bank Lid

Kotak Mahindra Bank Ltd. Registered Office;

CIN Lo3H10MH I 985PLCO38137 27 BKC, C 27, G Block

Sth Floor, M.G.Rpad T+2] 61763413 Bandra Kuria Complex,
Bangalore - 560 001 - www kotak.com Bandra{E), Mumnbai 400051

taharashtra, 1ndia

TRUE COPY
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Press Information Bureau Government of India i 8 ()' -

Government Caufions People Against Risks in Investing in Virtusl ‘Currencies'; Says Y(Cs

are like Ponzi Schemes
Posted On: 2¢ DEC 2017 9:55AM by PIB Delbi
The Ministry of Finance has issued the following statement today on Virtual *Currencies’.

*There has hcen’& phenamenal increase in recent times in the price of Virtual ‘Currencies’ (VCs)
i_ﬁcluding Bitcoin, in India and globally, The VCs don’t have any intrinsic value and are not
. backed by any kind of asséts. The price of Bitcoin and other VCs therefore is entirely a matter of
.mere speculation resuiting in spurt and volatility in their prices. There is a real and heightened
risk of investment bubble of the type seen in ponzi schemes which can tesult in sudden and
prolonged crash exposing investors, especially retail consumers losing their hard-eammed money.
Consumers need to be alert and exiremely cautious as to avoid getting trapped in such Ponzi
schemes, VCs ate stored in digital/etectronic format, making them vulnerable to hacking, foss of
password, malware attack etc. which may also result in permanent loss of money. As
transactions of VCs are encrypted they are also likely being used to carry out illegal/subversive

activities. such as, rerror-funding, smuggling, drug trafficking and other money-laundering Acts.

V(s are not backed by Government fiat. These are also not legal tender, Hence, VCs are nol
cumencies. These are also being described as ‘Coins’. There is however no physical attribute to
these coins. Therefore, Virtual ‘Currencies’ (VCs) are reither curfencies nor coins, The
Go';'emment or Reserve Bark of India has not authorised any VCs as a medium of exchange.
Further, the Government or any other regulator in India has not given license o any agency for

~ working as excha-nge or any other kind of intermediary for any V(. Persons dealing in them

must consider these facts and beware of the risks involved in dealing in VCs.
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. The users, holders and traders of Vs have already been cautioned three times, in December,
2013,

February, 2017 and De;:ember, 2017, by Reserve Bank of India about the potential financial,
~ operational. fegal. custdmer protection and security related risks that they are exposing
themselves (o by investing wn Bitcoin and/ or other VCs. RBI has also clarified that it has noat
given any licence/ authorization to any entity/ company to operate such schemes or deal with
Bitcoin or any virtual currency, The Government also makes it clear thal VCs are not legai
tender and such VCs do not have any regulatory permission or protection in India. The investors
~ ard other participants therefore deal with these VCs entirely at their risk and sheuld best avoid

participating therein.

TRUE COPY
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- From: ManjunathAmbalemanjunath.ambale(@razorpay.com ] gq

Subject: Re: Legal Notice: Non-Settlement of Dues Against Transactions

Made Thﬁmgh Razorpay on Koinex

Date: 6 January 2613 at 12:42:58 PM IST

To: Rishabh Sinha iirishabh@tralaw,in:*, Arirudh Rastogi <anirudh@tralaw.in>,
Rakesh Yadav <rakesh@koinex.in>Rahul Raj <rahul@koinex.in> Aditya
Naikadityai@koinex.in

Fc: Aman Bhati.a <aman(@tralaw.in>, Legal <legal@razorpay.com>,

HarshilMathurharshil@razorpay.com

| To,

January 6, 2018

Mr. Anirudh Rastogi

Partner

ITRA Law

B99.Gulmohar Park, New Delhil10049

Dear Sir, |

| Sub: Your Notice dated January 3, 2018

We, Razorpay Software Private Limited (“Razorpay/We™) having our registered

office at No. 22, TFloor, SJR Cyber, Adugodi, Bangalore560030are a reputed




|10

company whose core area of businessis providing payment solutions and payment
gateway services (o various sectors of business entitiesin India,

We refer to your notice dated January 3, 2018 (“Notice”) received by us through
email sent by yourAdvocate Mr. Rishabh Sinha vide his email idrishabh@iralaw.in
" on January 5, 2018 at around8:05Pm (IST) on behalf of your client Discidium
. Internet Labs Pvt Ltd (“Koinex™).

We wish to state we ha.ve received a letter from Kotak Mahindra Bank Limited
{“Bank™) datedDecemb.er 21, 2017 in which the Bank has referred to press releases
dated December 24, 2013 andFebruary 1, 2017 issued by Reserve Bank of India
(“RBI™) through which the RBI has stated that ithas not. given any license/
authorization to any entity / company to operate or deal with bitcoin orany virtual
currency. Further the RBI has also cautioned the users, holders and traders of
virlual currenclies'inc]uding bitcoins about potential financial, operational, legal,
customer protection andsecurity related risks.

The Bank in i.ts letter has directed us to stop transactions involving any kind of
cryptofvirtualcurrency which are similar to the business of Koinex. Immediately,
upon receiving the said letter wehave intimated Koinex representati\»"es regarding
the same through telephonic conversation. We arehere with attaching a copy the

said letter received from the Bank for your reference.
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Please be informed that, We are following up with the Bank on a regularly basis
regarding releasiﬂgof funds to Koinex and also for our other crypto currency
merchants at‘the earliest. We are given tounderstand that the Bank’s authority for
I-releésing crypto currency transaction funds are currentlytied up due io the said
press releases lissuedlby RBL In the given circumstance, Please note that, Weare
not in any way rgéponsible or liable for not settling Koinex’s funds as it is the
prerogative anddecision t.akcn at the Bank's level due to the said RBI press releases
and directions..

In light of the above mentioned circumstance, We would wish to clarify that
Razerpay has nointention nor any authority to hold Koinex funds and have 1o
control over functio;ﬂng of the Bank.However, we shall keep Koinex duly
informed as anq when there is any update from the Bankregarding releasing their
funds.

Ploase note that this letter/email is being issued to you without prejudice to any
legal rights avaitableto us under provisions of law, If your client Koinex wishes to
proceed with any legal action againstus may do so solely at their own risk, cost and
consequences.

Best,

ManjunathAmbalé

General Counse! Legal
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" IMPORTANT: The contents of this email and an:f attachments are confidential,

+91 9886910933

. They are intended for the namedrecipient(s} only. If you have received this email
by mistake, please notify the sender immediately and do not disclosethe contents to
anyone or make '_copies thereof.

From: HarshilMathur<harshil@razorpay.com>

Date: Friday, January 5, 2018 at 8:46 PM

Ta: Rishabh Sinha <rishabh@tralaw.in>

Ce: Rahul Ra <rahul@koinex.in>, Aditya Naik<aditya@koinex.in>, Rakesh
Yadav <rall;es:h@kni|1ex,in>,Anirudh Rastogi <anirudh{@tralaw.in>,
AmanBha a<aman{@tralaw.in>, Legal
<legal@razorpay.com>,ManjunathAmbale<manjunath.ambale{@razorpay.com>
Subject: Re: Legal Notice: NonDSe lement of Dues Against Transactions Made
Through Razorpay on Koinex

+Manju from legal

[WORTANT: The contents of this email and any aftachments areconfidential.
,.Theﬂr are intr:n-:_icd for the named recipient(s) only. If you havereceived this email
| by. mistake, pléase’. n(;tify the sender immediately and do not disclose the contents

toanyone or make copies thereof.
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:4!13#‘2018 TRA Mail - Fwd: Legal Notice: Non-Settlement of Dues Against
: Transactions Made Tl'llrough Razorpay on Koinex

"On Fri, Jan 3, 2018 at 8:05 PM, Rishabh Sinha <rishabh(@tralaw.in> wrote:
© Dear Mr. Harsh_ilMamur,l
Under instructi_ons from and on behalf of our Clieat, Discidium Internet Labs
Private Limited, CIN:U72900MH201PTC297782, having its registered address at
A/101, VirajSoc, Govardhan Nagar, Mulund (W) Mumbai, Maharastra [ 40090,
[ndia, we hereby serve upon you the attached legal notice.
- Regards,
Rishabh Sinha |
© Advocate
~ Rishabh Sinha, Counsel

TRA
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Govt plans framework te regulate cryptocurrencies by scal year-end { \/t \z(

Exchanges which have been set up for cryptocwrencies like bitcoin currently are not regulaled

exchanges. says economic affairs secretary Subhash Chandra Garg

The govemment will ¢ome out with a framework to regulate cryplocurrencies by the end of this

financial vear, as it Jooks to clamp down on rapidly growing virtual currencies such as bitcoin.

“We hope that within this year, the committee would finalize its recommendatians and then it
would require legal changes, regulatory assignments, but certainly there will be regulations by
the end of this financial year,” Subhash Chandra (arg, secretary, depariment of economic

affairs, saitl at a CNBC TV 8-Mim event on Budget 2018,

In December, the government had constituted a committee headed by Garg to study the impact of
cryptocurencies and to make recommendations to regulate them. Other members of the panel
include Securities and Exchange Board of [ndia chairman Ajay Tyagi and Reserve Bank of India

deputy governor B.P. Kanungo.

Another committee had been set up before this to make recommendations on regulating bitcoin,

but its report was never made public.
Finance minister Arun Jaitley said in his hudget speech on Thursday that the government was
opposed to cryplocurrencies, given that they could be a channel for money laundering and

terrorist {inancing.

“The government will take all measures to eliminate use of these crypto assets in financing

illegitimate activities or as part of the payment system,” Jaitley said.

Reiterating the government's stance on cryptocurrencies, Garg said: “The exchanges which have

heen set up currently are not regulaied exchanges. They are in a way self-set up, self-repulated.




1S

There are no legal or statutory requirements for conducting the KYC (know your customer),

there are no records of the transactions.

“When you mave 1o a system of regulated exchanges for crypto assets, then you have a proper

irail.” he added.

Last vear, the income-tax depariment conducted raids at as marty as nine bitcoin exchanges in the
country. During its investigations, the department looked for evidence to establish the identities

of investors and traders, and transactions undertaken by bitcain traders in [ndia.

According to Garg, transactions taking place using crypto assets which are legitimate will be
regulated 10 make them transparent.

First Published: Sat, Feb {3 2018. 01 11 AM IST
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Federal Financial \ ‘/{ 6

Supervisory Authority

Bakin

Supervision

Topic  Fintechs .
- Virtual Currency (VC)

innovalive means of payment have different names on a national and intemational level. They may be
called virtual, digital, aternative or crypte currencles, money or coins, among other things. Examples
include Bitcoin, Liteeoin and Ripple. :

in its Opinion [kitpffwwew eba.europa.ew/documents 1 0180/65754 T/EBA-Cp-2014-
08+Cpinian+on+VirtuakCurrencies.pdf] , the Eurcpean Banking Authority (EBA) defines virtual
-ourrencies as a digital representation of value that is neither issued by a central bank or public authority,
~ ner necessarily atlached lo a legal tender, VCs are accepted by natural or legal persons as a means of
payment and ¢an be transferred, stored or traded.

How it works

All VCs are based on the idea of a subslitute currency, not issusd by the state and limited in supply.
Unlike money thal can be printed In unlimited amounts by central banks, and unlike deposit money
created by commercial banks, the creation of VC unitg takes place in strict accordance with a fixed
mathematical protocol within a computer network. This process Is aise known as "mining™.

Anyohe inlerested can downlcad a prograrm to participate in the network and mine VCs, as long as their
computer is powerful enough. The network operates on a peer-to-peer basis, mesaning that all of its
participarts are generally reated as equals. There is no central enlity ta moniler or manage
fransachions o balantes.

VCs are assigned lo traceable places in the network (“addresses™), which as a rule consist of randamly
generated series of digits or numbers, The owners manage thelr VCs with pairs of a private and public
key, which are used to authenlicate transactions, AR users can transfer their VCs among each other
within the network, but they have to regularty exchange corresponding target addresses outside the
nebwork, -
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The VCs stored in specific piaces as well as all transactions made to date are publicly visible in a

central file, ar blockchain, Based on the places in the network, though, | is not visible which person is I )/( :1’

the actual owner of the VCs, Once carried out, transactions ara generally ireversible, Apart from
transferring VCs within the natwork, it is.also possible lo transfer places and keys among individuals
physically on data carriers, for example.

Queries for BaFln

in accordance with BaFin's legally binﬁing decision on units of account within the meaning of section 1
{11] sentence t of the KWG, Bitcoins are financial instrumenls. Units of account are comparable to
foreign exchange with the difference that they do not refer to a legal tender, Included are also value
units which function as privéte means of payment in barter transactions and any other substituta
curency thal is used as means of payment in multilateral accounting on the basis of contracts under
private law,

This Jlegal classification applies in general te all VCs. What software lhey are based on or which
encryplion technologies they apply is immaterial in this respedct.

By contrast, VCs are not legal tender and so are neither currencies nor foreign notes or coins. They are
not e-money either within the meaning of the German Payment Services Supervision Act

_ case there is no ssuer.

The situation is differeni for digital means of payrnent which are backed by a central entity that issues
and manages lhe unils. Such companies usually carry out e-money business pursuant to section 1a of

the ZAG (2-money).

Authorisation requirement

Just using VCs as a substitute for ¢ash or deposit money fo partlclpata in exchange tfransactions as part
of the economic cycle doss not require authorisation. A service provider or supplier may receive
payment for his or her services in VCs without camying out banking business cor financial services, The

" same applies to the customer, Equally, mining VCs in and of itself does nol trigger an authorisation

requirement as the "miner” does nol Issue of place the VCs. The sale of VCs, either salf-mined or
purchased, or their acquisition are genetally net sublect 10 authorisation,

- However, under addilicnal circumslances, a commercial handling of the VCs may trigger the

1 -

constellations are summarised below,

Authorisation requirements for platforms and exchanges

Cemmercial trading in VCs is mostly done via platforms, often called exchanges. These encompass a
large number of different business modals. In order to answer the question of whether or not .

-authorisation is regquired, a distinction must be made between the transactions' lechnical execution and

their individual configuration.
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principal broking services which are subject to authorisation, The purchase and sale of VCs is made for
the aceount of others when the economic advantages and disadvantages of thal business affect lhe
prncipal. [ &ddition, the activity must be simifar anough to the broking services within the meaning of
the Serman Commercia! Code (Handelsgesetzbuch), althaugh individual rights and cbligations may
deviate from thase typical for broking services. In the case of VC platiorms, the principal broking
services that require authorisafion exist when:

" Those buying and selling VCs commercially in their own name for the account of others carry out

* the individual particlpants are authorised to give instructions fo the platforms until the realisation of
the orders by setling the number and price of the transactions,

- the individual participants are unaware of their transaction partners and the platform does not act as
reprasentative of the participants but rather in its own name,

" » the goonomic advaniages and disadvantages of the iransactions affect the participanls Ihat transfer

money to the platiorm's accounts or transfer VCs to their addresses, and

+ the plalform is obliged in account to the participants for the execution of transaclions and to fransfar
acquired VCs,

If no principal broking services are carried out by platforms, they may instead be operating a multilaterai
trading facility. This brings togathar, in the system and in accordance with pra-determined provizions,
multiple third-party buying and selfing interests in financial instruments in a way that results in a contract
for the acquisition of these financlal instruments. This implies that there is a framework regulating the
rmembership, Irading in VCs among particlpants, and notifications regarding finalised transactions.
There is no need for a trading platform in a technical sense. Mullilateral means that the operator only
brings together the parties of 3 potential transaction in VCs. Interest in purchase and sale may taks the
form of expressions of interest, crdsrs and quotes. The existence of multiple parties means first and
foremast that no brokering instruction is nesded in individual cases. Under the framework, the interesls
must be brought together leading to the signing of the contract via software or protocols without the
parties being able to decide in individual cases whether they want to enter into a VC transaction with 2
particular cortracting party. It is irrelevant whether the contract is then executed within the system or
nol.

The existence of multilateral trading facilities is likely in particular in the case of platforms where sellers
place ¥Cs and sel a price threshold above which a lrade should be executed, or where sellers secure
their transaclions by 2 deposit in the form of VCs thal are lransferred to the platform bul only released
after the seller has confirmed the payment.

Where platforms offer region-specific pald directories of persens or undertakings offering VCs for sale
or purchase, this usually constitutes a case of investment and contract broking,

Authorisation requirements for mining, purchase and sale

Providers that act as "currency exchanges” offering to exchange legal tenders against VCs or VCs
against legal tenders carry out trading for ovwn account, This is the case when VCs are not only mined,
purchased or sold in order to participate in an existing market, but when a special contribution is made
te create or maintain that market, Due to (he additional seivice elemant, this then conslitutes trading for
own account thal requires authorigation. This may be the case, for instence, when & person pubficly
advertises regular purchases and sales of VCs,




Althaugh mining VCs in itself does not trigger an authetisation requirement, if mining pocls offer shares
in proceeds fram mined and sold VCs on a commercial basis, for instance in exchange for computing
power of the user, they generally are subject to authorisation.

Practical information

tn practice, VC undertakings often did not offer detailed explanations as to how they work at all, or did
5G in a vagus mannsr. In many cases, no general terms and conditions were provided, either.
Autharisation requirement is a complax legal issue, in particular due to the technical speciflcities.
Therefore, potential providers shoufd sarly pn oblain an assessment of their planned business activities

Providers thal increase the level of risk the users of VCs are already exposed to are subject fo financia!
supervision by law, as are traders in other financial instruments such as sharas, desivatives and foreign
exchange. BaFin's task s to ensure that the financial and organisaticnal standards are met in business
with customers and financial insh'uments,_'that unreliable providers are kept off the market and — In the
interest of the customers and the German financial market — that appropriate measures to prevent
money laundering are taken, Banks or financial services providers that already have authorisation

already allowed to i, for instance, shares,

Additional information

More on this topic Gerntan version
Articie : Vituelle Wahnngen
It Horings: Hi !
SUumars ‘
News
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Publications on this topic

Arucle from 29 March 201148

Wi mbrdlaoredimss 10

as financial instruments

For some time now, BaFin has been receiving an increasi'ng number of queries enquiring whether

tokens and virtual currencies (referred to as “tokens”) markated to investors in initial coin offerings
(IGOs) are considered to be financial instruments. BaFin has now published an advisory letter in

—g—— e

which it states ils position on the regulatory classification of tokens in the field of securities ...

WA R Nl e B A Rk b M R B b b T P I o e r e m P T AR TR bl b Am mr EE T R R A AN LA N n

ﬁrﬁcle from t5 November 2017

Initial coin offerings: High risks for consumers

The acguisition of cryptocurrency coins — also referred to as tokens, depending on theit form - as

Mt

+++++++++++++++ LR R R L T T R

News from 9 Novembar 2017

Consumer warning: the risks of initial coin offerings

BaFin wishes to point out thaf the acquisition of cryplocurrency coins - 2iso referred to as tokens,

therefare be prepared for the possibllity of loging their investment completety, As is ihe case with
maost ...

-------------------------------------- B R R L L I e B T P

Aricle from B Dctober 2017

The European Banking Autherity (EBA) published a discussion paper

[ttps:/www.eba.europa. suidocuments/10180/1919160/EBA+Discussion+Paper+on+Fintech+%28EBA-
DP-2017-02%29.pdi] on its approach to financlal technology (ntech) in earty August. In tha paper,

the EBA sets oul the results of a mapping exercise on the European fintech sector, which it

conducted ameng the national competent authorities in spring. Based an the results cf the




Article from 4 January 2617
InsurTech: Innovative new companies create a stir in the insurance industry

The instrance indusiry's core processes have besn changing steadily over the past few decades
From consulting, sales and distribution, and underwriting to portiolic management or claims
setilement. Mtle by iittle digitalisation has come to affect every major part of the industry, Today,
the speed and Intensily with which data can b analysed allows (o a more risk-based setting of
tariffs and ...

%
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Final Status of DOEAF/R/2018/50056

VTR P /
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| Applicant-Name

Priya Sinha

Date of receipt

06/02/2018

i Request Filed With

Department of Economic Affairs

Text of Application

Please see attachment

Request document (if any)

Status

REQUEST DISPOSED QF as on 09/02/2018

Date of Action

‘Reply:0 (1) The Commiitee held meeting on

12.4.18, 2.5.18, 19.5,18,12.6.1 and 27.6 18.

(2) The Chairman of the Committee submitted
the Report to theFinance Minister in July, 2017.
So far as the report and Minutes are concerned,
they deal withpolicy issues of sirategic
importance and hence attracts Section 8(1)(a) of

RTI Act, 2005,




RESERVE BANK OF INDIA \ 5" g

DPSS. CO. RIA SN. 2452/01.06.006/2017-18

07 March 2018

RTI Portal

SmtPriya Sinha

C7/601 TWO Housing Complex
- Sector 43, Pin Code 122002

Haryana

Madam,

Application under Right to Information Act, 2005 - RBIND/R/2018/50433

Please refer to your application dated February 06, 2018 seeking certaininformation under

.the Right to Information Act, 2005.

.2. The information is furnished in the Annex.

3. We would like 1o inform that the First Appellate Authority in Reserve Bank of [ndia is Smt.
l'ma Shankar, Executive Director, Reserve Bank of India, Department of Payment and
Settlement ystems, 14" Floor, Central Office Building, ShahidBhagat Singh Road, Fort, Mumbai
- 400001. ppeal, if any, in respect of the above reply, should be preferred within 30 days to the

First Appellate uthority.

Yours faithfully
5D

Central Public Information Officer Enel: As above




RBIND/R/2018/50433

| S

Information Sought

Reply

As per the PIBlPress Release dated 12 April
2017, an il;ter-dist:iplinary committee  was
constituted under the chairmanship of the Special
Secretary (Economic Affairs) to examine m-e
existing framework with regard to virtual
currencies. This départmem has also been
selected as a participant in the said commitiee.
With regard to the same, vou are requested to
furnish the follnwing information.

. Have dcl.iberations by the aforementioned
commitiee completed? If yes, then

(a) How many sittings did the committee hold
to deliberate on its man'date? Please provide the
dates and minutes of each of these meetings.
When and to whom was the final report
containing the findings of the commitiee

submitted? Please provide a copy of the final

report,

As per Section 6(3) Right to

Information Act, 2005 we
have transferred this part to
CPIO, Department of
Econotnic Affairs, Minisiry
of Finance for direct reply to

you.

Please pmvi.de a summary of the
recommendations made by this department to the

aforementicned commities.

No such  information was

provided by the Reserve

Bank of India

_.‘TRUE copy
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13 Morch 2018

To G20 Finance Ministers and Central Bank Governors

(20 Finance Ministers and Central Bank Governors are meeting against a backdrop of strong
and balanced global growth. This momentum is underpinned by a resilient global financial

systemn that is the product of determined efforts by the G20 and FSB over the past decade,

The FSB's priovities under the Argentine Presidency are designed to build on that
strong foundation to reinforce the G20's objectlive of strong, sustainable and balanced growth
through;

[. Vigilant monitering to identify, assess and address new and emerging risks:

Disciplined completion of the (G207s cutstanding financial reform priorities;

|-

3. Pivoting focus from new policy development towards evaluating policies that have been
implemented to ensure the reform programme is efficient, coherent and effective, and

addressing any unintended consequences; and

4, Optimising how the FSB works to maximise its effectiveness by capitalising on its
advantages as an efficient and responsive organisation, led by and dependent on the

contributions and consensus of its members.

1. VIGILANT MONITORING OF EMERGING RISKS
The FSB regularly scans the horizon to identify and assess emerging risks through the
bi-annual Early Warning Exercise conducled jointly with the IMF; candid and timely
discussions of macro- financial developments at its  Steering Committee  and

Plenary; cxpert member analysis; and structured analysis of trends and developiments.
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Tﬁe recent sharp rise in financial market volatility from record lows crystallised some of
the risks which the FFSB and member authorities have been actively monitoring and
addressing (including in a number of domestic stress tests). The proximate triggers
of the short period of market turbulence in February were changing expectations of
global growth and the inflation outlook, with associated implications for the evolution of
mar_ket eates and sustainability of asset prices. Despite the size of some market moves,
contagion was limited, and core markets and systemic infrastructure operated etfectively
throughout. |

Such resilience of (he financial system to shocks, whatever their source,
underscores the importance of (G20 reforms. Large banks are considerably
stronger, more  liquid and more focused. They are now subject to greater market
discipline as a consequence of globally-agreed standards to end too-big-to-fail. A series
of measures are climinating loxic forms of shadow banking and are transforming the
remaining activity into resilient market-based finance. Reforms 10 over-the-counter
derivative markets are replacing a complex and dangerous web of exposures with a more

transpareni and robust system that better serves the real economy.

Crypto-assetss
Responding to fhe concerns of members. the FSB has undertaken 2 review of the

financial stability risks posed by the rapid growth of crypto-assels.

The FSB's initial assessment is that crypto-assets do not pose risks to global financial
stability at this time. fhis is in part because they are small relative to the financial
system. Even at their recent peak, their combined global market value was less than 1%
of globat GDP. In cu-:uml:‘larison. just prior to the global financial crisis, the notional value
of credit default swaps was 100% of global GDP. Their snl:mll size, and the fact that they
are not substitutes for currency and with very jimited use for real economy and financial

transactions, has meant the linkages 1o the rest of the financial system are limited.

The market continues to evelve rapidly, however, and this initial assessment could

change if crypto-assets were to become significantly more widely used or interconnected
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with the core of the regulated financial system. For example, wider use and greater
intereonnectedness could, if it occurred without material improvements in conduct,
markel integrity and cyber resilience, pose financial stability risks through confidence
effects. To support monitoring and timely identification of emerging financial

stability risks, the FSB will identify metrics and any data gaps.

Crypto-assets rrise a host of issues around conswmer and investor prolection, as well as
their use 10 shield illicit activity and for monegy laundering and terrorist financing. At the
same time, the technologies underlying them have the potential to improve the

efficiency and inclusiveness of both the financial system and the economy.

Relevant national authoritiss have begun to address these issues. Given Lhe global nature
of these  markets, further intermnational coordination is warranted, supported by
int;af;iationa] organisations suﬁh as CPMI, FATF and IOSCO. |

The FSB will identify metrics for enhanced monitoring of the financial stability risks

nosed by erypro-assets and update the G20 as appropriate.

DISCIPLINED COMPLETION OF THE G20'S QUTSTANDING FINANCIAL
REFORM PR]ORIITIES

The FSB is making significant progress on the G20°s outstanding financial reform
priorities, with a large number of initiatives on track to be completed by or

before the Buenos Afres Sumimit.

The recent agreement on a package finalising the Basel I banking reforms marks
completion of one of the most significant areas of post-crisis policy design, Emphasis
wi].i now be on full, 'timelﬁf ‘and consistent implementation in order to secure the benefits
of a resilient interpational banking system. equipped with the reguiatory certainty to

lend and invest across borders. Attention can now be dedicated to the small number of

remaining areas where (G20 financial reform pricrities need to be completed.
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De-risking in correspondent banking relationships has threatened the ability of some

emerging market  and cicvelnping gconomies 10 access  the  intemational
financial sy stem. with consequences for financial inclusion, and it risks driving flows
underground. The FSB is on track to deliver on all elements of its correspondent banking
Action Plan by the Buenos Aires Summit, specifically regular production of data on
treﬁds: clarification’ of feéu]aiory expectations; supporting domestic capacity-building
through technical assistance; and stronger tools for due diligence by banks. The FSB
welcomes the Wolfsberg Group initiative, which represents a powerful and timegly
private seclor solution to help clarify what major international banks expect respondent
hanks to demonstrate in order to more safely and teliably access international banking

RAFVICES.

Thie G20 has also tasked the FSB with identifying the barriers that remittance providers
face in accessing banking,éewices. This was motivated by specific concems about
impacts of de-risking on rhé remittance sector and the consequences lor developing
couniries. where remirtance flows are a key source of funds. In respense, the FSB has
identified four strategic recommendations for naticnal authorities in the areas of
consistency of regulatory framewarks, effectiveness of supervision. application of

lechnology, and technical assistance.

By the Buenos Aires Summit the FSB will deliver a final report on policy development
under its Action Plan. After this, relevant standard-setting and international bodies,
under the coordination of the FSB, will pick up the mantle of monitering implementation
of the Action Plan by national authorities.

For this March G20 meeting, the FSB has delivered a progress report on the
carrespondent banking Action Plan. A final report will be issued by the Buenos Aires
Summit.

For this March G20 me;:ting, the FSB has delivered four strategic recommendations for
improving the access of remittance providers to banking services. The FSB will deliver a
report onlthe, implementation of these recommendations 1o the G20 Finance Ministers

and Central Bank Governors in July 2019,
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The FSB’s coordinated workplan to reduce misconduct in the financial sector has made
important strides over the past year in promoting incentives for good behaviour through
a variety of tools including: standards and codes, such as the Global FX Code; 108CO's
toolkit of measures on wholesale market conduct; and the FSB’s principles for sound
compensation practices, The FSB . will shortly complete the final element of its work
when it publishes a toclkit for firms and supervisors on the use of govermnance
frameworks to mitigate misconduct risk. This report addresses three areas: i) dealing
wi th_thn.m_e individuals with a history of misconduct who move between firms (so-called
‘rol!ihg bad apples®); ii) strengthening senjor-level accountability by being clear about
resl.pnnsihilities within 'ﬁrl:ns; and 1) examining the role of corporate culture in
miseonduct. In addition, . guidance on the use of compensation tools to promote good
conduct has now been published in final form and is te be followed up by
recommendations on national data collection on compensation and conduct, G20
national authorities can now consider how they can best draw on this work to strengthen

and maintain conduet in their own financial sectars.

The FSB will publish later this month a toolkit for firms and supervisors on how

govemnance frameworks can be used to address misconduct risk.

Market-pased finance prbvides new sources of funding and investment, promotes

international capital flows. reduces reliance on bank funding and brings welcome
diversity to the financial system. The FSB's latest annual monitoring report shows
suslained growth in non-bank financial activity {with the activity-based, narrow measure
of shadow banking growing by 7.6% in 2016 to $45 trillion for the 29 junsdictions
covered, including for the first time China and Luxembourg). It 15 vital that
tresilience of non-bank finance is promoted and maintained as it evolves. To this end, the
FSB's 2017 recommendations to address structueal vulnerabilities from asset
management aclivities will be made operational by IQOSCOQ this year. In February,
IOSCO issued final recommendations to improve liquidity risk management practices in

open—ended funds. In addition, 10SCO is developing consistent measures of leverage
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within funds. Once implementation is progressed, [OSCO and FSB will assess if these
recommendations have been implemented effectively, and the FSB will report back to

the (320,

By the July 2008 G20 meeting of Finance Ministers and Central Bank
Governors, [OSCO will issue a consultation report with proposals for developing
comparable leverage' measures for funds, as part of the operationalisation of
the FSB’s recommendations on struetural vulnerabilities from asset management

activities.

'I’Ihc extemlm which the central clearing of OTC derivatives transactions supports the
G20's efforts  to  rteduce systemic risk  depends on the resilience and
resolvability of central counterparties (CCPs). The FSB is following up on its 2017
Guidance on Central Counterparty Resolution and Resolution Planning with an
assessment, based on further analysis and experience gained in resolution planning,
of whether there is a need for additional guidance crh the financial resources availabic to

suppart CCP resolution and the treatment of CCP equity in resolution.

By the Buenos Aires Summil, the FSB will determine whether there is need for any

additional guidance on the reatment of CCF equity in resolution and financial resources

10 support CCP resolution.

To respond to the risks posed to the financial sector from cyber incidents, the FSB is
building on the 2017 stocktake of_ members’ existing practices on cyber security, by
developing a common lexicon to support consistency in the work of the FSB, 'standard-
setting bodies, authorities and private sector participanis. The FSB has also
un_déftaken further analfsis to  improve understanding of the (ransmission
channels through whicﬁ a cyber incident could affect the financial system,

By the Buenos Aires S}Lfnmit, the FSB will deliver a common intermational lexicon of

eyher security terms, to support the work of the FSB, standard-setting badies, authorities

and the financial sector.
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To mitigate climate-related financiul risks, the private-sector-led Task Force on

Climate-related Financial Disclosures (TCFD) is now focused on promoting
companies’ voluntary- implmnenigtion of its recommendations, which were
issued for the Hamburg Summit. Companies from a broad range of sectors are
heginning to make TCFD disclosures. The financiat sector will play an important role
n ’tl-:-)stering wider adoptiﬁn and raising standards. so it is notable that financial
ingtijuttons responsible for over $80 trillion of assets have signalled their suppon,
in¢luding 20 g]abally-s?'stemic banks. eight of the top 10 asset managers. the world’s
leading pension funds and inSUIZETS, major ratings agencies and accounting firms, and the

two dominant shareholder advisory services companies.

By the Buenos Aires Summit, the TCFD will rcport on voluntary implementation,

focusing on arcas of good practice to foster wider adoption.

PIVOTING TO POLICY EVALUATION TO ENSURE THE REFORM

PROGRAMME IS EFFICIENT, COHERENT AND EFFECTIVE

As its work to fix tl';e fauit lines that cansed the financial crisis draws 1o a close, the FSB
is increasingly pivoting away from design of new policy inilialives towards
dynamic implementation and tigorous evaluation of the effects of the agreed G20
reforms. The objective is to assess whether reforms are operaling as intended, and to
identify and deliver adjustments where appropriate, without compromising on either the
original objectives of the reforms or the agreed level of resilience. This dynamic

implementation of the G20 reforms will ensure that reforms remain fit for purpose

amidst changing circumstances. The new policy evaluation framework delivered to
the 2017 ‘G20 Summit is being applied for the first time during the Argentine
Presidency, with the FSB reporting on two evaluations and setting priorities for future

cvaluation topics.




The first evaluation, on financial inmermediation, supports the Argentine G20

Presidency’s focus on infrastructure investment, The aim in 2018 is to assess how

financial reforms affect the availability and cost of infrastructure finance, and whether,
whliISI strengthening ;lie financial system. reforms have had uniniended consequences on
financial intermediation. The FSB will deliver the evaluation on infrastructure to the
Afgentipe G20 Summit. In May 2018 work will also begin evaluating the effects of
financial regulation on financing for SMEs, with a view 10 delivering that assessment
under the Japanese G20 Presidency.

By the Buenos Aires Summit, the FSB will deliver its report on the effects of financial
reforms on the financing of infrastructure investment.

By the 2019 Leaders” Summit, the FSB will deliver o the Japanese Presidency a report
evaluating effects, inclﬁding any unintended consequences, of financial regulation on
access to finance for SMEs.

The second wal'uati‘cm concerns the effects of the overall set of post-crisis reforms on

incentives for market participanis to centrolly clear OTC derivatives. The FSB’s

2017 review of the effectiveness and broader etfects of the G20°s reforms of O1C
derivative markets found that meaningful progress has been made toward meeting the
G20 objectiv;e:s ~ particularly mitigating systemic risk — and that implementation was
well progressed. However, the review also noied some concerns about the interactions of
the broader set of posi-crisis reforms on incenlives for central clearing, and questions
about whether there are unintended consequences, in particular relating to the costs and
availability of clearing for end-users. The second ¢valuation is being undettaken together
wiﬁ_}'the SSBs as well as in coordination with a BCBS review of the effects of the
Ie':;era.g;e ratio on cli'em'cle‘aring. The results of these reviews will inform any possible

decisions about whether and how 10 adjust the relevant post-crisis regulations.

By the Buenos Aires Sﬁmmil, the FSB wi!l deliver the report evaluating the effects of

reforms on incentives to cendrally clear OTC derivatives.

T'o support the FSB’s increased focus on evaluation work over coming years, we are

developing a forward schedule of additional evaluations, based on proposals from
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FSB members. This al;'eady includes a plan to evaluate the effects of the reforms aimed
at ending “too-big-to-fail” by 2020. The F5B is also developing a new framework for
collecting data from financiaj firms to support pelicy evaluation, which will enhance
théJ F5B's ablity to _conduet incisive and rigorous analysis while uphelding high

standards of data protection and governance.

*

OPTIMISING HOW THE FSB WORKS IN ORDER TO MAXIMISE ITS
EFFECTIVENESS,

The FSB has developed the international reforms necessary .u::- fix the faull lines that
caused the financial crisis through a collaborative, consensus-based approach that relies
on the expertise of its members in order to deliver efficient and decisive analysis and
action. The success of the FSB is a testimony to the skill and determination of its
memberts and the quality of their contributions, supported by a small secretariat of
atound 30 people. many of whom are on posting from member authorities. This model
allows the FSB to be in consiant touch with member pricrities, to respond nissbly to
changing circumstances and emerging tisks, to focus resources on the issues that
matter most, and to convene those with the authority to take action.

To make sure it is fit for the next phase, the FSB’s membership is undeniaking a
thorough review of how th«; FSB works. The pivel from policy development to
implementation and evaluation is already happening with, over the course of 2017, the
number of FSB working groups having fallen by 25% as those that have completed their
pqlicy work are disbanded. To seck ways to further improve the way the F5SB works, the
review will consider FSB -l fransparency. ¢onsultation, mechanisms for setting our
sfrategic agendm and how to ensure discipline and efficiency in our member-led groups
charged with analysis and policy development, impiementation and evaluation.

In this way the FSB will continue to promote strong, shared intemational standards;
dynamic implementation: and cooperation in financial regulation and supervision —
all of which are essential bulding blocks (o maintain a resilient, open
international financial ‘S}fstt‘.'l'ﬂ, which supports the G20 objective of strong, sustainable
and balanced growth. S ."'_f')
Yours sincerely

MARIK CARNEY
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Annex A: Priority G20 deliverables from the FSB during the Argentine G20 Presidency

Deliverable

Lt rt.:pt‘.vrl:.s'

Tepic Timinﬁ

BCBS finalisation of Basel [II | Building resilient financial | Completed in December 2017
institutions

Corrcspondent banking Comespoendent banking March 2018 and Semmit

| FSB report and
.i recammendations on remittance
firms" access 0 banking

SETVICES

Comrespondent banking

March 2018

FSB toolkit on governance
measures to address
misconduct

Misconduct risk

Publication in March 2018 and
delivery to April 2018 meeting

FSB evaluation of incentives to
1 cantrally clear OTC denvatives

Implementation and evaluation
of reforms

Summit (with
findings in July}

emerging

FsB evaluation on the effects
ol linancial reforms on the
financing  of  infrastructure
investiment

Implemnentation and evaluation
of reforms

Summit {with
findings in July)

EMErging

[OSCO consullalive report on
consistent measures of leverage
in funds

Transforming shadow banking
imo  resiliemt  market-based
finance

July 2018

FSB assessment of the need for
further ghidance -the
treatment of CCP eguity in
resolution and on the adequacy
of CCP financial tesources in
resolution

on

Ending too-big-to-fail

Summit

FSB  financial sector cyher
security lexicon

Fimancial technology and cyber
risk

Summit

Wepﬁrt on implementation of
recommendations of the Task
Force on  Climate-related
Financial Disclosures

Climate-related financial risk

disclosures

Summit

FSB fourth annual report on
implementation and coffects of
reforms

All post-¢risis reform areas

Summit

I'SH Chair's letter o G20

Leaders

Pricrilies and deliverables

Summit
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Statememlan Developmental and Regulatory Policies - l 6g

This Statgment sets oul various. developmenial and regulatory policy measures for strengthening
rezulation and supervisinn;l broadening and deepening financial markets; improving currency
management; promaoting finaneial inclusion and literacy; and, facilitating data managemen.

I. Regulation and Supervision

1. Mandatory Loan Componeant in Working Capital Finance

With a view to promoting greater credst discipline among working capital borrowers, it is
proposed to stipulate a minimum level of toan component’ in fund based working capital finance

for larger borrowers. Draft Guidelines are being issued for feedback in this regard.

2. Countercyclical Capital Buffer

The framework on countercyclical capital buffer (CCCB) was put in place by the Reserve Bank
in terms of guidelines issued on February 5, 2015 wherein it was advised that the CCCB would
hc ;;ulivalcd as and when the circumstances warranted, and that the decision would normally be
pre-annoanced with a lead time of four quarters. The framework envisages the credit-to-ODP
gap- as the main inclical:nr; which muay be used in conjunction with oiher supplementary
indi-::amrs: viz., the Cmdit-Dcpoéit {C-D) ratio for a moving period of three vears (given its
correlation with the credit-to-GDP gap and GNPA growth), industrial outlock (IO} assessment
index {wi_th due note of its ccn‘elatipn with GNPA growth), and interest coverage ratio {noting its
correlation with the credit-to-GDP gap). Based on the review and empirical testing of CCCB

indicators. it has been decided that it is not necessary to activate CCCB at this point in time.

3. Deferment of Indian Accounting Standards (Ind AS) implementation

Scheduled Commercial Banks {(SCBs), excluding Regional Rural Banks (RRBs5), were required
W implement Indian Accounting Standards (Ind AS) from April 1, 2018 vide our Circular dated
February 1 [, 2016, However, necessary legistative amendrnents — to make the format of financial
statements, prescribed in the Third Schedule 1o Banking Reguiation A<t 1949, compatible with
accounts under Ind AS — are nnder consideration of the Government. In view of this, as also the
. leve} of preparedness of many banks, it has been decided to defer implementation of [nd AS by

one year by when the necessary Jegislative changes are expected.




4. Storage of Pﬂy-ment System Data l 6 6

In recent times, the payment ecosystem in India has expanded considerably with the emergence
of new payment systems. players and platforms. Ensuting the safety and security of payment
syslems data by adoption of the besi global standards and their continuous monitoring and
surveillance is essential to reduge the risks from data breaches while maintaining a healthy pace
" of growth in digital payments.

It is observed that al present only cerain payment sysiemn operators and their outsourcing
partners store the payment system data either partly or completely in the country. In ordet 10
have unfettered access o all payment datz for supervisory purposes, it has been decided that all
_ paymnent system operators will ensure that data related to payment systems operated by them are
stored -:mlly‘ inside the country within a period of 6 months. Detailed instructions will be issued in
this regard within one week,

. IL. Financial Markets

. 5. Access for Nﬂn-residel-lts into the RS Market

Rupee Interest Rate Swap {IRS} mar_keL while it is the most liquid among interest rate denvative
markets. stifl lacks depth .'tn _enable latge banks to manage risks. Thin participation and
consequent absence of divergence of views result in pricing inefficiencies, which further
discourages participation, At thé same time, it is understood that there is an active market for
RuI;ee interest rate swaps oftfshore. Also, Indian market has witnessed increasing participation
from non-resident players like FPis in debt. With 2 view to develop a deep IRS market that
accommuodales divergent pa.rlic ipants, it is proposed to permit non-residents access (o the Rupee
RS market in India. Delailed draft regulation will be issued for public comments by end of May

2018.

6. lntroduétiun of Rupee Swapticns

in December 2016, RBI introduced Rupee Interest Rate Options (IRO), following the
recammendations of the P.G. Apte Warking Group. Oniy plain vaniile Interest Rate Options
were allowed initially. Sul:;sequéntiy. markel participants including corporates have expressed
the need for swaptions to effectively manuge interest ralc risk. Fixed Income Money Market and

Derivative Association of [ndia (FIMMDA) has conveyed a similar request on behalf of its
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members. 1t is, therefore, propased to permit interest rate swaptions in Rupees so as to enable
hetier timing tlexibility for those seeking to hedge interest rate risk. The directions will be issued

by end of April 2018.

7. Reviewrnf Separate Trading of Registered Interest and Principal Securities (STRIPS)
directions

The Reserve Bank introduced the Separate Trading of Registered Interest and Principal
Securities (STRIPS) in Government Securities in April, 2010, After some initial interest, the
product did not find wwuch favour with the market. With a view to encouraging trading in
STRIPS by making it more aligned with market requirements and to meet the diverse needs of
the investors, it is proposed to review these guidelines, The revised directions will be issued hy

end of April 2018.

8. Legal Entity Identifier (LEI} for Non-individual Market Participants

The Legal Entity [dentifier {LED) code has been conceived as a key measure to improve the
quality and accuracy of financial ::iaita systems for better risk management post the Global
Financial Crisis. The LEI is a 20-character unique identity code assigned to entities who are
parties to a financial transac:tion. RBI has already implemented the LEI code for all market
participants in Over-the-Counter (OTC) derivative products in interest rate, currency and credit
markets. It was also made appiicable for large corporate borrowers. Continuing with this
endeavour to improve transparency in financial markets, it is proposed 1o implement the LEI
. mechanism for all financial 'ma;'kc( transactions undertaken by non-individuals, in interest rate,

currency or eredit markets, Draft directions will be issued by end of Aprii 2018.

9. Introduction of Single Master Form for Repoirting of Fureig;ll Direct Investment in India
Foreign Direct lnvestment in India. on & repatriable basis, is made by non-residents through
-eIigihle instruments such as Eq.uiry Shares, Compulsory Convertible Preference shares,
Compuisorily Convertible Debentures, Share Warrants etc., issued by the invesiee company or
by contribuung to the capital of a Limited Liability Partnership (LLP}. At present, the reporting
ol the above transactions resulting in foreign investment are in a disintegrated manner across

various platforms/modes. The Reserve Bank plans to introduce an online reporting by June 30,
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2018 vig a Single Master Form which would subsume all reporting requirements, irrespective of
" the instrument through whic-h the fereign investment is made.
(%, Reporting by Authorised Dealers
" Currently, transactions under Liberalised Remittance Scheme (LRS) are being permitted by
Authorised Dealer (AD) banks based on the declaration made by the remitter. As such, it is
. difficult for the AD banks to monijor/ensure that a remitter has not breached the preseribed limit
by approaching multiple AD banks. With the objective of improved monitoring and ensuring
compliance with the LRS ceilings, it has been decided to put in place a system for daily reporting
.of individual transactions by banks. This will, infer glin, enable the AD Banks to view the
remitiances already sent by an 'Iindividua.l before allowing further remittance thus obviating the
, possibility of a remitter b;*caching the LRS limit by approaching multiple AD banks Detailed
instructions in this regard will be issued shortly,

111, Currency Managemeni

I1. Norms fer Cash-in-Transit (CIT) Indusivy and Promotion of Self~Regulatory
(}rganisaition by CIT Industry

In the Statement on Developmental and Regulatory Policies of February 7, 2018, the Reserve
Bank had anpounced a timIe frame to implement the recommendations of the two high level
inter-agency committees constituted by it to suggest measures for improvement of currency
management, inctuding security of movement of treasure. The Commiliees, inter alia, had
recommended stipulation of minimlum standards for cash logistics industry and promotion of a
Scll'—chul-aIm}' Organisation {SRO) for the industry,

i} Under the “Guidelines on Managing Risks and Code of Conduct in Quisourcing of Financial
Scrvices” issued by the Reserve Bank in November 2006, cash management and logistics al the
bank Ievél has larpely been -oittscmrced to Cash-in-Transit (CIT) companies and Cash
Replenishment Agencies (CRAS). There is, however, no regulation or supervision

for this industry at present. With a view to promote healthy growth of the sector and mitigate
risks associgred with movement of cutrency through these agencies, Reserve Bank will tequire
the banks to ehsure that the CIT companies/CRAs engaged by them meet minimum prescribed

standards. The instructions to the banks in this regard will be issued within 4 month.
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it) In order to ensure compliance with minimum standards for the CIT industry and other
applicable laws, the Bank will encourage the cash management industry to promote a Self-
Regulatory Organisation {SRO) for undertaking development work along with self-regulation of

_the industry. till such time that an appropriate iegislative structure is put in place.

12. Central Bank Digital Currency

Rapid changes in the landscape of the payments industry along with factors such as emergence
of private digital tokens and the risir;g costs of managing fiat paper/metallic money have led
central banks around the world (¢ expiore the option of introducing fiat digital currencies. While
many central banks are still engaged in the debate. an inter-departmental group has been

constituted by the Resetve Bank to study and provide guidance on the desirability and feasibility

ter introduce a central bank digital curfency. The Report will be submitted by end-June 201 8.

13. Ring-fencing regulated entities from virtual currencies

Technological innovations, including those underlying virtual currencies, have the potential 1o
improve the efficiency and inclusiveness of the financial system. However, Virtual Currencies
{VCs), also variously referred 1o as crypto currencies and crypto assets, raise concems of
~ consumer protection, market integrity and money laundering, among others.

Reserve Bank has repcaledlg_.: cautioned users, holders and traders of virtual cutrencies, including
Bitcoins. regarding various risks associated in dealing with such virtual currencies. In view of the
associated risks. it has been decided that, with immediale effect. entities regulated by RBI shall
© not deal with or provide se.rvi-:es to any individual or business entities dealing with or setlling
VCs. Regulated entities which already provide such services shall exit the relationship within a
specified time. A circular in this regard is being issued separately.

I'V. Financial Inclusion and Literacy

14. Tailored Financial Literacy Content
A *ome size tits all’ approach for imparting financial education to varicus larget groups is sub-
optimal, ITiriémciaI education contents sought to be delivered to diverse target groups need to be
customized to meet their typicaj tarpet groups. The Reserve Bank is in the process of developing

tailored financial ]itera}:y contents for five specified 1arget groups' viz. Farmers, Small
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cntrepreneurs, School children. Sekf Help Groups and Senior Citizens, that can be used by the
_trai ners, The contents in the Iﬁ:-rm of five booklets will be released within 15 days,

15. Revamping of the Lead Bank Scheme

The Lead Bank Scheme was started to ensure economic development of the districts/states by
ostablishing coordination between the banks and gavernment agencies. The Scheme was last
reviewed by a “High Level Committee” under Smt Usha Thorat, erstwhile Deputy Governor of
_Reserve Bank of India. as the Chairperson in 2002. In view of several changes that have taken
place in the financial sector over the years, Reserve Bank of India had constituted 2 “Committee
of I-'.xecutjlvtl'[)i rectors” of the Bank. to study the efficacy of the Scheme and suggest measures
for its improvement, The Corm;nittec has since submitted its recommendations and it has been
decided to realign the Lead Bank Scheme based on the recommendations to make it more
relevant. Instructions on the revised schémc would be jssued to the banks within 135 days.

V. Data Management

16. C reation of RBE Data Sciences Lab

It is critical for & fuli-service Central Bank, such a5 the RBI, with diverse responsibilities —
inflation management, currency ma'nagement, debt management, reserves management, banking
regulation ‘and supervision. financial inclusion, financial market intelligence and analysis, and
overall financial slability — to crnpluy relevant data and apply the right filters for improving its
forecasting. nowcasting. surveillance and ecarly-waming detection abilities that all aid policy
fisrmdlation. Im the backdrop of ongoing explosion in information gathering, computing
capability and analytical toolkits, policy making benefits not only from data collected through
regulatory returns and surveys but also from large volumes of structured and unstructured real-
tme information sourced from consumet interactions in the digital world.

Accordingly, it has been decided to gainfully harness the power of Big Data analytics by setting
up a Data Sciences Lab with-in the RBI that will comprise experts and budding analysts, mtemal
as well as lateral. who are trained inmrer aliz in Computer Science, Data Analytics, Statistics,
Ecanomics. Econometrics and/or Finance. It is envisaged that the unit will become operational
by December 2018.

Jose J. Kattoor Press Release ; 2017-2018/2642 Chief General Manager
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